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Chapter 1
M ABOUT NFS/SHARE

1.1 What comes with it

I'he NES/Share package comes with one 800K diskette, a product registration
card and the NFS/Share documentation.

O your NES/Share disk, you should find the NFS/Share Chooser document, the
NFS/Test™ diagnostics application, the source code for BWNFSD, and Apple’s
MacTCP, along with an example hosts file for your Macintosh.

Send in your registration card! It is your ticket to further upgrades
and technical support for NFS/Share. Please fill out this card com-

pletely and return it to InterCon immediately in order to ensure
that product support is available to you.

1.2 Using this manual

I'he NFS/Share manual is divided into a number of chapters, each corresponding
Lo a specific task or feature. Following is a brief description of each chapter.
Depending on your knowledge and experience, you may find some chapters more
inferesting than others.

Chapter 1 About NFS/Share This chapter (you're halfway through it) is devoted
to covering the manual’s layout and the typographic conventions
used througout this and every InterCon manual.

Chapter2 Getting Started covers system requirements and simple concepts
involved that you should note before installing and using NFS/Share
on your network. This chapter also briefly covers how to install NFS/
Share and mount a volume.
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Chapter 3 About TCP/IP is a comprehensive chapter on the history and basics of
TCP/IP networking. It is recommended that all users read this chap-
ter, as it covers the basic concepts of TCP/IP and is very useful to seed
a basis for understanding TCP/IP networking.

Chapter4 About MacTCP covers the use and installation of Apple Computers’
MacTCP. This chapter is included for informational use only, as the
installation of MacTCP is handled automatically by the Installer
application.

Chapter5 Using NFS/Share covers all of the options available in NFS/Share.

Chapter6 Administration Notes covers more technical matters such as server
requirements and conventions used by NFS/Share.

Chapter 7 Trouble Shooting is a simple Q & A section that covers many topics
that represent common questions for NFS/Share users.

Because NFS/Share is a product based on TCP/IP, it is recom-

!ﬁ mended that you read the section on TCP/IP to obtain a better
understanding on how your network operates. A basic understand-
ing of TCP/TP will help you to better utilize the abilities of your
TCP/IP network in an efficient manner.

1.3 Typographic Conventions

This section summarizes the typographic conventions that are used throughout
this manual and throughout all InterCon manuals. In order to make references to
commands, buttons, menus, screen displays and user input, we have adopted the
following conventions:

The names of Macintosh applications, buttons, menu items, windows, dialogs
and text boxes will be displayed in this (Univers Bold Condensed) font.

Text which is typed in by the user will be set in this (courier regular) typeface.
This face is also used to indicate data that a user would see coming in from a data
terminal or within a given text file, as well as a reference to Internet IP addresses
and domain names.

Additionally, any string enclosed in broken brackets (‘<’ and “>’) is intended as an
implied variable and should be substituted with valid data if actually used. For
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tname> could be replaced with intercon.intercon.com

example, <hos ‘
. host at InterCon Systems Corporation.

when referring to the primary

This symbol indicates an item of importance. Many common prob-

lems that users encounter with given features are answered by one
of these items found in the manual.

This symbol indicates an item of interest. Many interesting work-

| arounds, commands and items of trivia can be found in text marked

| by this symbol.
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|

Chapter 2
M GETTING STARTED

[ i chapter explains how to get a copy of NES/Share up and running on your
Macintosh as quickly as possible. This is not an in-depth tutorial, and it assumes a
Lot tain amount of familiarity with TCP/IP and the Macintosh Operating Systen;
lor more complete information, please read the chapters on installation and con-

frpnration,

2 1 What You Need To Have

2.1.1 Hardware

H1S/Share requires a Macintosh Plus or newer with at least 2 megabytes of mem-
a1y, o lloppy drive and 128K ROMs or newer. Additionally, NFS/Share requires
ane of the following types of network connections:

/ Direct Ethernet: Either an expansion board (NuBus on the Macintosh
Il series, or Processor Direct Slot (PDS) on Macintosh computers with
Jots) or a SCSI attached Ethernet device.

/ LocalTalk: A LocalTalk to Ethernet gateway connected to your Macin-
tosh via LocalTalk (perhaps through one or more AppleTalk bridges). It
is recommended that you set up your Gateway to use static addressing
for each MacTCP client. It is possible to use NFS/Share with dynamic
addressing, however it will usually require more overhead and concep-
tual knowledge of TCP/IP to administrate.

2.1.2 Software

/ Macintosh System Software: NFS/Share requires version 6.0.5 or more
recent of the Macintosh System file. InterCon strongly recommends that
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you use the most recent version possible of Macintosh Systemn Software.

NES/Share requires AppleShare to be installed to facilitate certain
operations of the Apple Desktop Manager. AppleShare is available
on your Apple System Installer disks and must be installed with the
Apple Installer application. Make sure that you run the Installer
Application to install AppleShare, as simply copying the AppleShare

document to your System Folder will not result in a complete instal-
lation.

v Hardware Drivers If you are using an Ethernet device, you must install
the driver software provided by the manufacturer, although you do not

need to turn on EtherTalk as your AppleTalk connection method under
Network in the Control Panel.

v Host Software To run NFS/Share for the Macintosh, you need to have
the following on your host machine: an NES Server, a Domain Name
Server (optional, but recommended), Sun’s NIS (Yellow Pages),
BWNEFSD or PCNFSD (version 1 or 2), for password authentication.

2.1.3 Information

NFS/Share works best if you are able to configure MacTCP to provide “static” 1P
addressing. If you have not yet configured MacTCP, you will need to obtain the
following information from your network administrator:

IP Address: The IP Address uniquely defines your Macintosh to other machines
on the network. Your Macintosh needs to have an address in the
range that has been assigned to your network but that is not in use by
another host. (Note: You can not use 192.0.0.x or 128.0.x.x as IP

addresses with Apple’s MacTCP. These addresses are considered illegal
in accordance with RFC 1122.)

Subnet Mask: If your network uses subnetting, you will need to know the subnet
mask for the subnet to which you are attached.

Gateways: If you wish to connect to hosts that are not on your subnet, you will
need to know the IP addresses of any IP gateways that connect your
subnet to the rest of the Internet.

©hapter 2 GETTING STARTED
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Name Servers: I your network has one or more Donllain Namfe Servers, you
Jhould find out their TP addresses and domains. Domain Name Serv-
ers provide the service of mapping host names to P nu mbers ,allole—
ing convenient access to a large number of hosts without extensive

host configuration.

2.2 Installing and Using NFS/Share

/ Start with a Macintosh computer running System 6.0.5 or greater.

/ 1l you are running System 6, install AppleShare Workstation So‘ftware })y
|u]n1ing the Apple Installer from your Apple S_ystem Installer floppies
and specifying a custom configuration. Please rete:r to vour Apple S?fsténﬁ
Installation documentation for more informat'Lon on how to mstz :
AppleShare. (Note: You will want to check to see if ApplleShare is lal:iza .y
installed by opening the Chooser and checking to see if the AppleShare
ICON is present.)

/ Insert the NFS/Share distribution floppy and copy NFS/Share to your
System folder. At this time, you should also copy the file I\-IFSI'I'est‘-to
vour hard drive. NF§/Test is an application, and it is not 1‘equu€ed specif-
ically that it be in your System folder. Under System 7 y‘oulwﬂl 11ee(.i to
put NTES/Share in the top level of the System Folder a.md not in the Ex.tcn—
oion Folder, as NES/Share must load after MacTCP in order to function.

v Open the MacTCP folder on the NFS/Share Idistribution ﬂoppy and copyl'
its contents into your System folder. You will need to open the Cont‘ro
Panel under the Apple Menu and configure MacTCP with your Macin-
losh’s network information. (For more info on how to configure
MacTCP, see the section on MacTCP later in this manual.)

/ Reboot your machine and you will be ready to begin using NFS/Share.

2.2.1 NFS/Test™

Included with NFS/Share is the application NFS/Test. This application wN1::szTssm;
you in configuring your host to properly operate as an NFS server. Copy : ,es

1 your boot volume and launch it. NES/Test will d1splay: a window, showing your
local hosts and what NFES related software they are running.

lo check a remote host, type its name or IP number into the input area and click
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the Add button. The new host i i i
o L v host and its co.nﬁguratmn will be added to the list. and running, you will probably need to do little to set up IS/ Shate,
: : e;:: h o;l name will be a combination of up to five different icons. These
icons indicate the existence of diff {FS servi . :
of different NFS services. v Open the Chooser under the Apple Menu and select the NFS/Share icon.
it i o Tt s . - _ Affter a very short delay you should see a list of NFS servers in the list
rwbeelintabic vy ple session, (Tlgqre 2.1) host intercon.com is running selector, These will appear as [P addresses or as names, depending on
e C.O rl; ) Inte corwl\i;o\m is running }\Fb, LOCKD and PCNFSD. dis- whether or not you are running a Domain Name Server or if you have a
ol = o $ runnmg; S, LOCKD, PCNFSD and PCNFSD Version 2. configured hosts file in your System folder.
1 dpa.as .contel.com doesn’t seem to have an NFS server and wuarchive.wus
tledu is only running an NFS server wi icati sl ‘
st iestin Cﬁd tl]:efs :u vlu with no authentication damon. When you [ vou do not have a Domain Name Server on your network, but would
’ i i ) = 5 : 2 ‘ % . 2 .
g < ne button, and NFS/Test will quit. like to have your NFS servers identify themselves with names instead of

1P addresses, please refer to the MacTCP section of this manual and set

In order to operate NFS/Share you need to be running NFS and one ! ; !
up a hosts file in your System folder.

or any combination of the additional servers necessary for authenti-
cation and/or file locking capabilities. The available Authentication
Servers are NIS, PCNFSD and BWNESD. You will not have access to
your NEFS server without one of these daemons installed,

v Il you are running NIS (or YP) enter the default NIS domain by choos-
ing NIS Domain in the pop-up menu and typing it there.

If you do not know your NIS Domain, ask your system administrator or
enter the command domainname at a terminal prompt on the
machine running the NIS daemon.

EEINIS b Pt B "‘:j intercon.com = You must be running some authentication daemon in order to
B oa' PI:E disco.intercon.com — use NFS/Share. The daemons available for use are NIS, PCNFSD,
wuarchive.wustl.edu or BWNFSD.
= europa.asd.contel.com
RECHalanaL- ety v Double click on the server that you want to access.
v/ 'lype in your username and password for that system, just as you would
when signing on to a terminal, and hit the log in button. You will notice
I (hat a default entry appeared in your username area. NFS/Share copies
[' Add SHEETRLIBE i your Macintosh’s Chooser name into the username area. For conve-
] . .Lom nience, you may want to change your Chooser name to match your nor-
e . o mal login name,
Done |
/ 11 the login was successful, a dialog will come up presenting you with a
list of volumes that you can mount. Initially, this list will be blank and

Fioure 2.1 NFS/Test .
J s you will need to add entries to it. Click the Other button and enter a path
name as the Mount Point and enter a desired Volume Name to identify

your volume. The volume name will identify your NES volume. Click

2.3 NFS/Share BﬂSlCS (he Mount button and the volume should appear on the desktop.

NFS/Share’s operation is quite simple. If you have an NFS server already set up
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Chapter 3
M ABOUT TCP/IP

LCP/IP is the common name for a set of widely used industry protocols for inter-
Lonnecting across all implementations on different hardware platforms, allowing
omputers from different vendors to interoperate and share data and services, as
lony as they are capable of using TCP/IP.

| (P/IP development began when the U.S. Defense Advanced Research Projects
\pency (DARPA) wanted more reliable communication protocols on the
\RIPANET, its packet-switched wide area network!. DARPA initiated a research
project to define and implement a suite of protocols, and the researchers devel-
oped TCP/IP?, Eventually TCP/IP became the standard protocol suite used on the
DARPA Internet, a collection of networks that includes the ARPANET, the U.S.
Military Network (MILNET), the U.S. National Science Foundation Network
(NSENET), and networks at universities, research institutions, and military
ietallations. Since then, hundreds of vendors have developed products that sup-
port TCP/IP and all kinds of networks around the world use it.

| /IP supports an architecture of multiple networks interconnected by gate-
wavs. This interconnected set of networks is called an internetwork or internet
[the term “the Internet” refers to the DARPA Internet). For example, TCP/IP pro-
{ocols can be used to connect networks on a college campus or geographically dis-
{1l sites on a wide area network. “Figure 3.1 An Example Internet” on page 12
‘liows an example of an internet.

3.1 The Family Of Protocols

| /1P is a family of protocols named after the most widely used protocols in the
ite, the Transmission Control Protocol (TCP) and the Internet Protocol (IP).
Ihe protocols described in this section are the ones most commonly supported
Iy computers attached to TCP/IP networks. TCP, IP and the User Datagram Pro-
{ocol (UDP) provide basic transmission facilities that are augmented by applica-
{ion services in higher-level protocols such as Telnet, the Network File Sharing

| "A history of the ARPANET: The First Decade,” Bolt, Beranek, and Newman, Inc., April 1981,
) ugi, Philip S., “The Development of Communications Standards in the DoD,” IEEE Communications Magazine,

Gl
4]

RVl
non 1y January 1985.
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Figure 3.1 An Example Internet

r};rotoF:ol (NFS) which provide a means tor sharing files across a network, the File
ransfer Protocol (FTP), and the Simple Mail Transfer Protocol (SMTP) ,

Octlher Protocolsl in the TCP/IP family are described later in this chapter. The
Al Rjgress Resolution Protocol (ARP), the Reverse Address Resolution Prozcoco!
( RP}., and the Bootstrap Protocol (BOOTP) are described in “3.3.5 Addre

Resolutlo‘n Protocol (ARP)” on page 20 and subsequent sections 1-7h-e Routi "
Information Protocol (RIP) and the Internet Control Message Pr0.t0c01 (ICMIIi'g
are described in Section “3.3.4 The Domain Name System” on page 19 )

3.1.1 Internet Protocol (IP)

Thellnternet Protocol (IP) is responsible for sending data across multiple net-
works. IP accepts segments of data from TCP or UPD, places the data in packets
called datagrams, and determines the correct path for the datagram to take. The

dat lgIaII]S are s 3 (ln.}‘ g ay

<l € sent across [lle Interl'let lhI()ugh as m 3
ateways as Ilecded un |]

t}ley IEaCll tlle deStillatIOIl llOSt.
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[ provides an addressing mechanism that allows routing between networks. The
header of an TP datagram contains source and destination internet addresses 50
(hat any host in a network can route a packet to a destination, either directly or
(hrough a gateway. IP has the ability to fragment a datagram as it is transmitted
\cross a network. Since TP can be used with many different physical network
implementations that specify different sizes for physical data frames, datagrams
can be fragmented to fit into a small data frame. Fragments are reassembled as

they arrive at the destination.

(1’ is often referred to as an unreliable delivery system because it makes a best-
cffort attempt to deliver all datagrams, but delivery is not guaranteed (TCP guar-
antees delivery). It is also called a connectionless delivery system because it routes
cach datagram separately. When IP receives a sequence of datagrams from TCP or
/DD, it routes each datagram in the sequence individually and each datagram
may travel over a different path to the destination.

11.2 Transmission Control Protocol (TCP)

‘I'he Transmission Control Protocol (TCP) provides reliable transmission of data
belween processes. {Processes are application programs that communicate; for
instance, a file transfer process on one host talks to a file transfer process on
another host). It ensures that data is delivered error-free, without loss or duplica-

tion, and in sequence.

Upper-layer protocols such as Telnet pass data to TCP for delivery to peer pro-
ccsses. TCP encapsulates the data into segments and passes the segments to IP,
which puts the segments into datagrams and passes them across the internet. TCP
al the receiving end checks for errors, acknowledges error-free segments, and
rcassembles the segments for delivery to upper-layer protocols. If a segment is lost
or damaged, it will not be acknowledged, and the sending process will retransmit.

1CP has a flow control mechanism so that computers of different speeds and sizes
can communicate. When TCP at the receiving end sends acknowledgment, it also
dvertises how much data it is prepared to accept on the next transmission.

3.1.3 User Datagram Protocol (UDP)

I'he User Datagram Protocol (UDP) provides unreliable transmission of data
between processes. UDP’s transport of data is unreliable because, unlike TCP, it
does not provide error checking, it does not acknowledge that data has been suc-
cessfully received, and it does not order incoming messages. UDP messages can be
lost, duplicated, or arrive out of order. Like TCP, UDP messages are encapsulated
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in [P datagrams for delivery.

Th? ad}fa.ntage of UDP is that the overhead associated with establishing and
mal’ntammg an error-free TCP session is avoided. Upper-layer protocols that
don’t require reliability use UDP to transmit data. For instance, the domain name
systenll uses UDP because reliability is not critical; if there is no response to a
fiomam name query, the resolver simply retransmits. (The domain name system
is described in “3.3.4 The Domain Name System” on page 19)

3.2 Services

This section describes a few higher-level protocols which are implemented on
most TCP/IP hosts. These protocols are used to provide network services to the
user.

NES: The Network File Sharing Protocol (NFS), developed by SUN Micro-
systems provides a transparent means to access shared files on a
remote host across a network. The primary usefulness of the NFS
protocol lies in the fact that unlike FTP (the File Transfer Protocol)
NES allows the client to request either an entire file or just a part of iti
This flexibility allows a user to edit files and run applications found
on remote hosts without having to transmit the entire file. T hrough
the use of daemons such as PCNFSD, LOCKD, and NIS (formerly
Yellow Pages or YP) NFS can support user authentication and file
range locking.

NIS: (Formerly_Yellow Pages or YP) NIS is another protocol developed by
SUN. NIS is used for user authentication with NFS. {

LOCKD: LOCKD is. an authentication protocol for NFS that also allows for
range locking with files, giving the user the ability to share files.

PCNFSD: A simple authentication protocol developed by SUN, PCNESD
allows for simple password authentication for non-UNTX NFS cli-
ents.

TELNET: ‘Telnet is a remote access protocol that allows a terminal on one host
to appear as if it were directly connected to a remote host on an
internet. TELNET can also be used to make a personal computer act
11-1<C a terminal. It is usually implemented as client software that ini-
tiates sessions to a remote location and server software that listens for
connections from remote users.
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FIP: The File Transfer Protocol (FTP) is used to transfer files. A host can
conmect to a remote host on an internet and send or receive files, list
directories, and execute simple commands. Like TELNET, FTP is
usually implemented with the user at a terminal and the server soft-
ware receives requests from remote users to store or retrieve files.

SMTP: The Simple Mail Transfer Protocol (SMIP) is used to transfer elec-
tronic mail messages from one host to another. SMTP client pro-
grams are used by the operating system to connect to SMTP server
programs in order to transfer mail.

POP: The Post Office Protocol (POP) is used to retrieve mail from a server
host. The POP client exchanges authentication information with the
POP server, and then can download mail messages from the server.
POP is commonly used to provide mail service to hosts on which it is
impractical or undesirable to run an SMTP server (such as a work-

station or desktop computer).

SNMP: The Simple Network Management Protocol (SNMP) is used to pro-
vide client programs with information about how the network is
operating and allow authorized clients to modify run-time parame-
ters in the server hosts in order to adjust for network load and effi-

ciency.

NNTP: The Network News Transfer Protocol (NNTP) is used to provide
access to a local news database for client programs. Servers are usu-
ally run on large machines with plenty of disk space. The NNTP pro-
tocol is used widely on the Internet backbone of the Usenet network.

3.3 TCP/IP Addressing Conventions

In order for computers on an internet to be able to refer to each other, each
machine must be assigned a universal address. This section describes the address-
ing scheme that was developed to allow each TCP/IP host in existence to be

uniquely identified.
3.3.1 Internet addresses

Each host on a TCP/IP internet is assigned a unique 32-bit internet address, also
sometimes called an IP number. The address is divided into fields, called the net-
work field and the host field. The network field identifies a network on the inter-
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Figure 3.2 IP Address Structure

net to which the host attaches (such that all hosts on the same network share the
same network field) and the host field identifies a particular host on that network,

The network field is assigned by central authority, the Network Information Cen-
ter (NIC) located at SRI International. Local administrators assign the host field
of the address. (Note that only networks that might attach to the DARPA Il;ternet
need to obtain the network address from the NIC, although it’s generally consid-
ered a good idea anyway, since future connectivity can be hard to predict).

Th_ree IP address classes—A, B, and C—provide for the following network configu-
rations:

. C]ass A addresses are used for a few networks with many hosts; for
instance, the ARPANET, ,

Class B addresses are used for medium-sized networks; for instance, a
large university network.

7 .Class C addresses are used for a large number of small networks; for
instance, an Ethernet local area network (LAN).

T h? first bits of the address identify the address class, and the number of bits
fass1gned to the network and host field of the address differs for each class. For
mnstance, Class A addresses have 1 class identifier bit, 7 network identifier bits. and
24 host identifier bits. This allows for 128 Class A networks, wheré each net':vork
can support up to 16 million hosts. “Figure 3.2 IP Address Structure” on page 16

shows the class identifier bits and the number of bits
: s allocated to the netw
host fields for each address class. E——
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l'o make the address easier to work with, the addresses are written in dotted deci-
mal notation. Each octet (“byte”) of the 32-bit address is assigned its decimal
cquivalent, and decimal points separate the integers. For example, the 32-Dit
address

10000100 00001101 00000010 00011110

is written in dotted decimal notation as 132.13.2.30
3.3.2 Subnetwork addressing

I'he internet addressing scheme, designed for a few hundred networks, did not
anticipate the proliferation of LAN technology. Organizations created large net-
works consisting of many LANs connected by gateways and there was an explo-
sive growth in the number of networks on the Internet. Assigning every LAN on
(he Internet its own address created two problems:

. An immense administrative overhead was required to manage these
addresses.

- Internet routing tables could not accommodate that many networks.

A technique called subnetwork addressing (or subnetting) was devised to deal
with this problem, Subnetting allows multiple physical networks (called subnet-
works) to share the same internet network number. For example, a university
with two LANs can use subnet addressing so that both campus subnetworks share
a single network number. The subnet structure is not visible to the rest of the
[nternet, thus the route to the network is the same no matter what subnet the host

is on.

T'he last section stated that the internet address is divided into network and host
fields. With subnetting, the address is conceptually divided into a network and
local field of the address into subnet numbers; each internet site determines indi-
vidually which scheme to implement.

Imagine Miskatonic University has subdivided its assigned Class B internet
address, 190.10.0.0, for the two LANs on campus. They divided the local
field of the address into an 8-bit subnet identifier and an 8-bit host identifier.
LLAN| has the address 190.10.0. 0 and LAN; has the address 190.10.2. 0.
“Bigure 3.3. Subnetting at Miskatonic University” on page 18 illustrates the
addressing scheme at Miskatonic University.
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.In Figure 3’4 Subnet.tilllg at Miskatonic University” on page 18, the rest of the
Internet perceives that it is sending data to one network, The gateway routes pack-
e‘ésdto the appropriate LAN by examining the upper half of the host bits in the
address.

3.3.3 Subnetwork masks

An internet site that has implemented subnet addressing must choose a subnet

work mask (or subnet mask), which is used by network software to identify thﬁ
bost number field from the subnet number and network number ficlds The :
t10r? of tl}e address to be allocated to the subnet is defined (for exampie Misli);:
tonic University used the third octet of the address to identify the subue;;J Then
bits are set in the 32-bit subnet mask to correspond to the IP address. A s‘ubnet
mask bit is set to 1 if the corresponding bit in the internet address is I;art of th

?}TIWC;;( nun?ber and subnet number fields, and to 0 if the corresponding bit is
ad:eiraess ;ffgshlfbialt of the host number field. The subnet mask for a Class A

11111111 11111111 00000000 00000000
or255.255.0.0 decimal, Since this is a Class A address, octet 1 identifies the

network field and octets 3 and 4 identify the host number field; therefore, the sys-
tem knows that octet 2 of the address identifies the subnet number.

The rest of
the internet

Gateway
LAN 1:190.10.1.0

[_n_ T
IR R R
e = =)
SR

Figure 3.3. Subnetting at Miskatonic University
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I theory, each LAN at the internet site could have a different number of bits allo-

Cated 1o its subnet field, and therefore have different subnet masks. However, it is

senerally recommended that a given network have a single subnet mask that is the
e for all of its component LANs.

1.3.4 The Domain Name System

I atse most users would rather refer to machines using meaningful, symbolic
Jimnes rather than long strings of numbers, the Domain Name System (DNS) was
Created to map between internet addresses and names. The DINS’s hierarchical
naming scheme accommodates a large set of names and allows local autonomy in
iipning names. A domain name is divided into subnames separated by periods,

neh as “english.miskatonic. edu”

I (his example, edu is the top-level domain and each label further specifies a
ubdomain. The Network Information Center (NIC) administers the top-level
Jomains and is responsible for assigning subdomains. “Figure 3.4 Top Level
iomains on the Internet” on page 19 shows the top-level domains specified by

the NI1C,
\[{er an organization obtains authority for a domain from the NIC, it can assign
Jubordinate domain names. For instance, if Miskatonic University obtained

withority for the domain miskatonic.edu, the English Department at Mis-
I itonic University could subsequently obtain authority for the domain

(lish.miskatonic.edu.

| he organization with authority over a domain must maintain a domain name

COM Commercial organizations
|\EDU Educational institutions

GOV Government institutions

MIL Military group

NET ) Major network support centers
ORG Organization other than above
ARPA Temporary ARPANET domain
15O country code  |Countries other than the USA®

Figure 3.4 Top Level Domains on the Internet

a. The ARPANET has been gradually phased out, and has been
replaced by the Defense Research Internet (DRI).
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server that maps domain names to internet addresses. If the English Department
at Miskatonic obtained a new computer that they called “Lovecraft,” the name
lovecraft.english.miskatonic.edu would be added to a domain
name server’s database, along with the computer’s internet address. Hosts partici-
pating in the domain name system must have name resolvers that request the
information from name servers. The name resolver contacts a local name server
to obtain the internet address associated with the domain name. The local name
server may need to contact other domain name servers to obtain the internet
address and assorted other information.

3.3.5 Address Resolution Protocol (ARP)

The Address Resolution Protocol (ARP) is a protocol in the TCP/IP protocol suite
that maps internet addresses to physical network addresses. If Host A wants to
communicate with Host B and it only know B’s internet address, it can use ARP to
obtain B’s physical address. Host A broadcasts an ARP request that contains Host
B's internet address. All hosts on the network receive the request, but only Host B
recognizes the internet address and replies with its physical address. Host A
receives the reply, learns B’s physical address, and delivers its packets directly to B.

3.3.6 Reverse Address Resolution Protocol (RARP)

The Reverse Address Resolution Protocol (RARP) maps physical network
addresses to internet addresses (the opposite function of ARP). RARP provides a
way for a host to obtain its internet address. The host broadcasts a RARP request
that contains its physical network address. All hosts on the local network receive
the request; however, only RARP servers can process the request and provide the
internet address (RARP will work only if there’s a RARP server on the network).
The RARP server consults its database of internet addresses, then sends the infor-
mation back to the host that made the request.

3.3.7 Bootstrap Protocol (BOOTP)

The Bootstrap Protocol (BOOTP), like RARP, provides a way for a host to find its
internet address. A host running BOOTP broadcasts a BOOTP request. A
BOOTP server returns a response that contains the host’s internet address, the
address of a bootserver, the address of an intervening gateway (if present), and
other useful configuration information such as the subnet mask and addresses of
domain name servers.
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3.4 Routing

\ packet transmitted by a host on the Internet may only need to take a shortkhc;p
A 1oss the local network or it may have to cross many gateways and networ‘ s to
seach its destination. The process of finding a path over whlc}} the packe} c?g
(1 avel to reach its destination is called routing. This section describes how TCP/

handles routing.

1.4.1 Gateways

[ 2 host is transmitting to a destination on its own netw_ork, routing a pa;lfet
involves finding the destination host’s physica? adFlrcss (using ARP) :and.sen' mﬁ
il packet over the physical network to its destination. When the destination is 0

\ dilferent network, the packet is routed to the nearest gateway. A gateway’ is a
inachine that interconnects two networks and passes pac:%{ets_from one netw?ﬂfc to
Another., If the local gateway is not connected to the destlrl.atlgn, the packet is do:—
warded to other gateways until it reaches a gateway that is directly connected to

ihe destination network.

1.4.2 Routing tables

\Il pateways in the internet have routing tables that c‘onltain pa%rﬁ olf net:v;;k
\lidresses and gateway addresses. Each network address is linked with the gateway
Aldress of the gateway to be used to get to that network. Routing dec151}(lmsh art:
Lased on the network number of the destination address rather than the hos

number to keep routing tables small.

3.4.3 Routing protocols

ltouting protocols provide a way for gateways to find each other, keep up-to-date
routing information, and report communication problems.

Iouting Information Protocol (RIP) Some gateways use the. Routmg‘lnfon'na—
tion Protocol (RIP) to exchange network routing information. Gate-
ways broadcast their routing tables to neighboring gateways. Ifa BIP
message confains new information, gateways update their routmg
tables. RIP is intended for low-delay local area networks (a'lthough it
is used in wide area networks). The most widely used version of RIP
is the rout ed software that is released with the 4.3BSD UNIX sys-

tem.
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RIP can also be used to locate gateways on a LAN. Any computer
broadcasting RIP packets is likely to be a gateway. While other rout-
ing protocols are used by gateway manufacturers, RIP is by far the
most common protocol found in gateways.

Internet Control Message Protocol (ICMP) Gateways and hosts use the Internet
Control Message Protocol (ICMP) to report communication prob-
lems. For instance, if a packet cannot be delivered because the desti-
nation host is disconnected from the network, an ICMP message
may be returned to the sending host stating that the destination is
unreachable. ICMP is primarily used by gateways to notify the source
host of delivery or routing problems.

ICMP is an integral part of the Internet Protocol (IP). Successful IP
routing requires ICMP services to report error conditions. ICMP
messages arc encapsulated in IP datagrams, transmitted to the desti-
nation gateway or host, and processed by IP software.
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Chapter 4
W ABOUT MACTCP

1.1 Overview

MacTCP is a software driver written by Apple Computers, Inc. for the Macintosh
Cperating System that implements the following TCP/IP protocols:

Internet Protocol (IP)

Internet Control Message Protocol (ICMP)
User Datagram Protocol (UDP)

Address Resolution Protocol (ARP)

Reverse Address Resolution Protocol (RARP)
Routing Information Protocol (RIP)
Bootstrap Protocol (BOOTP)

'ransmission Control Protocol (TCP)

I liewe protocols provide core transmission services that are Tl:jed by thlrd'—pgrty
praducts such as TCP/Connect 1™, TCP/Tools™, NFS/Share™, remote printing,
il database access. By providing these basic network protoc_ols in ? driver,
MacTCP allows multiple pieces of software to use TCP,:’IP services at the slame
time, lor example, you could be running TCP]Cm.mect Ilin one Multfm.dert ;Yf;
il 4 HyperCard front end to a remote database in another, without having the

interfere with each other.,

| i Control Panel is used to configure MacTCP, simplifyilllg instillatlon and setup
procedures. Sections “4.5.2 Configuration tools in AdminTCP on page 28 and

| /.5 Bringing up the Administrator dialog box” on page 41, describe how to use
(i Control Panel to configure MacTGP.

4.2 Network Media

MacTCP runs over both Ethernet and LocaITalk-comPatible cab?mg sy'stemsiJ]A
Macintosh Plus, Macintosh SE series, Macintosh II series, or Macmtosh Portable
cotiputer can run MaeTCP on LocalTalk-compatible cable. It will also run on any
Macintosh with a compatible EtherNet card or connected SCST EtherNet device.
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MacTCP is co-resident with AppleTalk protocols so there can be concurrent TCP/
IP and AppleTalk operation on a single network wire. For example, MacTCP can
be run while a print job goes out to an Apple LaserWriter printer over LocalTalk
cabling. AppleTalk and MacTCP can run over the same media, or one protocol
can run over one media while the other protocol runs over a different media,

4.3 DDP-IP Gateways

To run MaeTCP on LocalTalk cable (or any other AppleTalk compatible media),
you need a Datagram Delivery Protocol to Internet Protocol (DDP-IP) gateway.
This device takes a TCP/IP packet that is encapsulated in DDP, an AppleTalk pro-
tocol, and converts it to another format, such as Ethernet, DDP-1P gateways can
also assign addresses to MacTCP nodes and handle routing to other networks.

InterCon has tested MacTCP with gateways from Compatible Systems, Shiva
Corp. and Cayman Systems, although others may work as well.

I MacTCP is running on LocalTalk, a DDP-IP gateway must be provided on the
network. By default, the DDP-IP gateway should be located in the same LocalTalk
zone as the Macintosh computer running MacTCP. Alternatively, a single DDP-TP
gateway can support Macintosh computers in multiple AppleTalk zones; in this
case, the zone where the DDP-IP gateway resides must be selected by the user
using the MacTCP Control Panel.

4.4 Installing Apple’s MacTCP

This section describes how to install the MacTCP software before you perform the
configuration tasks described in Section 4.5. The process differs somewhat for
computers running system software version 6.0.x and those running version 7.0;
therefore, this chapter includes procedures for both environments.

4.4.1 Included Software

Note that MacTCP 1.1 is only recommended for Systems 6.0.5
and later. If you have an earlier version of the Macintosh Operat-
ing System, upgrade it to version 6.0.5 or later before continuing,

The Software Distribution Disk contains one folder labeled MacTCP Software.
This folder contains the following files:
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v the AdminTCP file
v the MaeTCP file

v a Hosts file

I he AdminTCP file contains resources used by the administrator to configure the
driver. You do not distribute it to the user. The MacTCP file contains the MacTCP
river as well as resources that allow the user to configure the driver. The Hosts
lle is a sample Hosts file. Section 4.6 describes how to edit the Hosts file.

4.4.2 System 7

Ity install the MacTCP software for version 7.0, perform the following steps:

I Lock the Software Distribution Disk, then insert it into your floppy disk
drive.

2 Open the disk icon by selecting the disk icon and choosing Open from
the File menu, or double-click the icon. Open the folder named MacTCP
Software. The Hosts, MacTCP, and AdminTCP files are displayed in the

folder window.

MacTCP Software
160K in disk

@ 3items 52¢eK available

MacTCP AdminTCP Hests

Figure 4.1 MacTCP Software Folder

i Drag the MacTCP and AdminTCP icons into the System Folder on your
hard disk by selecting both the MacTCP and AdminTCP icons (which is
done by clicking one icon and then holding down the Shift key while
clicking the other icon), and dragging them into the System Folder. A
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dialog box will appear, asking if you want these control panels placed in
the Control Panels folder. Click the OK button.

MacTCP Software
@ 3 items 160K in disk 626K available

f Control panels need to be stored in the

Control Panels folder or they may not ﬂ% ﬂ%

waork properly. Put these control panels MaoTCP  AdmnTCe  Hosts
into the Control Panels folder?

(Cancer) (o)

Figure 4.2 System 7 “Auto-placement” Dialog . B m—
igure 4.

4 If you want to use the Hosts file for name-to-address mapping, drag the

Hosts file into the System Folder by sclecting the Hosts file and draging i Drag t}_“? MacTCP .and AdminTCP icons into :\h; s.v?rtg;n .Fnlde(r fiI:llfg;ll;
it into the System Folder. To customize the contents of the Hosts file, hard disk by selecting both the M?CTCP and LG J0ks Leuh d
refer to Section 4.6. icon and then hold down the Shift key and click the other icon), an

draging them into the System Folder.
5 Close the MacTCP Software folder and the Software Distribution Disk

folder, and Eject the disk. 1 If you want to use the Hosts file for name-to-address mapping, drag ‘.[he
Hosts file into the System Folder by selecting the Hosts file and dragging
6 Configure the MacTCP software as described in Section 4.5. it into the System Folder. To customize the contents of the Hosts file,

refer to Section 4.6.
4.4.3 System 6

5 Close the MacTCP Software folder and the Software Distribution Disk

i 3 folder. Eject the disk, and put it away.
To install the MacTCP software for version 6.0.5 or greater, perform the following

= 6 Configure the MacTCP software as described in Section 4.5.

L th Distribution Disk. = =

1 Lock the Software Distribution Disk 45 conﬁgu"ng MaCTCP

2 Open the disk icon by selecting the disk icon and choosing Open from .
the File menu, or double-click the icon. Open the folder named MacTCP it can configure the MacTCP software in several ways, depending on how m1:1ch
Software. The Hosts, MacTCP, and AdminTCP files are displaved in the ol the configuration you want to leave to your network users. Read the section
folder window. ( onliguration Scenarios” to determine your strategy.

Ihese sections assume that you are bringing up the MacTCP Control Panel
cieens for the first time. If you have configured the driver once, the values that
ippear will be somewhat different from those depicted here.

Male sure that you have installed the MacTCP software according to the instruc-
lons in Section 4.4 before you proceed with the tasks described in this chapter.
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4.5.1 The AdminTCP and MacTCP files

Recall from Section 4.4 that the Software Distribution Disk contains the MacTCP
file and the AdminTCP file, which you have installed. The MacTCP and AdminTCP
files both contain the configuration tools that modify resources in the MacTCP
file and the MacTCP Prep file. However, one of the tools in the AdminTCP file
includes an extra option, Protected, that leaves the resulting MacTCP file only
partially configurable by the user,

Since the network administrator should control the option to protect or unpro-
tect the configuration, you should not distribute the AdminTCP file to the user.
Only the network administrator should use this file to configure the driver. The
user can perform either full or partial configuration by running the MacTCP file.
In its default state, the MacTCP file is unprotected, so if you plan to give the user
full configuration authority, simply distribute the unprotected MaeTCP file to the
user. Otherwise, use AdminTCP to partially or completely configure the driver,
protect the configuration, then distribute the MaecTCP file to network users.

4.5.2 Configuration tools in AdminTCP

There are two MacTCP configuration tools in AdminTCP: The MacTCP Control
Panel and the Administrator dialog box. The way you use these tools depends on
the configuration scenario you choose to implement. (These scenarios are
described in the section “Configuration Scenarios” later in this chapter.)

The top-level configuration tool is the MacTCP Control Panel. It is used to set link
level information and, optionally, to enter the IP address in decimal notation. If
you enter the IP address in the MacTCP Control Panel, portions of the Adminis-
trator dialog box are automatically filled out.

The appearance of the MacTCP Control Panel in the version 6.0.x environment
(Figure 4.4 The MacTCP Control Panel Under System 6) differs from the Control
Panel in version 7.0(Figure 4.5 The MacTCP Control Panel Under System 7).
However, the function of the MacTCP Control Panel is the same in either envi-
ronment.
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Control Panel
___J_(» o,
&= .
EtherTalk Ethernet
Capture
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Figure 4.4 The MacTCP Control Panel Under System 6

Il lower-level configuration tool is the Administrator dialog box, which is
. essed through the More button on the MacTCP Control Panel.

Von use the Administrator dialog box to enter detailed configuration information.
| i Administrator dialog box in the AdminTCP file also allows you to s'eiect th'e
I'rotected checkbox, to protect the configuration from further‘ modification. This
aplion is not available through the Administrator dialog box in the MacTCP file;
e checkbox is either dimmed (to indicate that the configuration has been pro-

fevted) or does not appear.

P Address: |1

More...

Figure 4.5 The MacTCP Control Panel Under System 7




Page 30
Chapter 4 » About MacTCP

The Adm?nistrator dialog box can be used by the network administrator and by
users a-SSIgnedl full configuration authority. Users with partial configuration
authority can view the dialog box but cannot modify it.

;[‘he following paragraphs give an overview of the Administrator dialog box fea-
ures.

) Manually Class:[_A_| Rddress: 0.0.0.0

@ Server Subnet Mask: 255.0.0.0

) Dynamica 1

Y iy M T O T
Net | Subnet | Node

Bits: 8 1] 24
Net: Oteck
Subnet: [EREE:

~Routing Information:-

Gateway Address: Node:

Niack

~-Domain Name Server Information: -
Domain IP Rddress Default

[l Protected L Il | O [

| 0K l'[:ancel =

Figure 4.6 The Administrator Dialog Box

[0.0.0.0

Obtain Address box

This is where you select the method with which you set the IP
address. You have three options:

If you select the Manually button i ¥
, you must fill in
fields in the IP Address box. in some or all of the

If you select the Server button, the IP address for the Macintosh
computer is automatically obtained from a Server every time the user
starts up the computer. This option requires a RARP or BOOTP server
on an Ethernet, or a KIP-compatible Datagram Delivery Protocol-
Internet Protocol (DDP-IP) gateway on an AppleTalk network.

If you select the Dynamically button, the node portion of the IP
address for the Macintosh computer is set dynamically every time the
user starts up the computer. If you use this option, you must also set
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some of the fields in the IP Address box.

i1’ Address box
This is where you set the address class, subnet mask, net, subnet, and

node numbers. You can fill in some or all of these fields depending
on the configuration scenario that you choose to implement.

itouting Information box
This is where you set the gateway address in dotted decimal notation

if the Routing Information Protocol (RIP) is not implemented on
your network.

If you leave this address set to 0. 0.0 . 0, MacTCP will use RIP to
determine where your gateway is.

'omain Name Server Information box
This is where you enter the IP addresses of domain name servers and

the domains over which they have authority. Make sure that what-
ever you enter here is valid, as invalid entries can cause sluggish
behavior with MacTCP products.

I'rotected checkbox
If you click this checkbox, the user is not able to modify any of the

fields in the Administrator dialog box. The screen is displayed with
all the fields dimmed.

4.6 Configuration scenarios

Vour can configure the MacTCP driver in several ways; you must decide how much
ol the configuration you want to leave to network users. The following scenarios
Jeseribe the possible strategies and summarize the configuration process for each.

Scenario A )
Configure the MacTCP driver so that the user does not have to fill in
any 1P address information in the MacTCP Control Panel. If this is
your strategy, you have two options. You can enter the IP address in
the MacTCP Control Panel (in decimal notation) and then enter the
subnet information in the Administrator dialog box (if appropriate).
Or you can select the Manually button in the Administrator dialog
box and then enter the address class, subnet mask, net, subnet, and
node numbers. If you select the latter method, you must configure
MacTCP software for each network user.
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4.7 Using MacTCP
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Scenario B
Configure the MacTCP driver so that the user must fill in the IP
address in the MacTCP Control Panel (in decimal notation). If this is
your strategy, select the Manually button in the Administrator dialog

| lhis section describes how you bring up the MacTCP Control 'Panel in system
\nllware versions 6.0.x and System 7.0. Read the section that applies to your envi-

box and then enter the address class and subnet mask. Do not fill in URIRNE
the Net, Subnet, and Node boxes. If you select this method you can . t
> 3 3 em 7
distribute the configured MacTCP software to several users, 1.1.1 Activating under Sys
Scenario C ( hoose Control Panels from the Apple menu, anfi the Control Panels window
Configure the MacTCP driver so that the user must fill in the node ippears with a scrollable list of icons as shown in Figure 4.7.
portion of the IP address in the MacTCP Control Panel. If this is your _
strategy, select the Manually button in the Administrator dialog box E[]=———— Control Panels %&'E
3 i v a e
and then enter the address class, subnet mask, net number, and sub- 18 items e =il =
net number. Do not enter the node number in the Node box. If you ‘ﬁ % m@ lﬂ () 5&1 i
select this method, you can distribute the configured MacTCP soft- . s Memary
ware to several users. i CD-I-Z '
H'% ‘% EI ﬂ@j Fil Sha:::Munﬂor i
Scenario D General Controls Keyboard Hause Mzp . = i
Configure the MacTCP driver so that the address is automatically a Bz [{' -
assigned. (The user does not have to fill in any IP address informa- — l—__=n= =] =2 = B
tion in the MacTCP Control Panel.) If this is your strategy, select the Ml B svents -
Server button in the Administrator dialog box. If you select this { wfél H 3_
method, you can distribute the configured MaeTCP software to sev- Stam; | iws  Essy Avsess  Sharing Setup N
eral users. L
ol [c/E
Scenario E Figure 4.7 The Control Panels Window Under System 7
Configure the MacTCP driver so that the node portion of the address ) ) ) ) to bring the
is assigned dynamically. (The user does not have to fill in any IP ¢ lick the Admmti'CP yer (it may be.n$éelzassary tlo usee;ieassc;?gﬁrmoﬁg.ur;g 4.8.
address information in the MacTCP Control Panel.) If this is your AdminTCP icon into view). TI;;PA[? mlt“ | Palr)lillle 3P
strategy, select the Dynamically button in the Administrator dialog I his panel serves as the MacTCP Contro '

box and then enter the address class, subnet mask, net, and subnet
numbers. If you select this method, you can distribute the configured
MacTCP software to several users.

Scenario F
The user is granted full configuration authority and can use the
Administrator dialog hox to configure the MacTCP software. The
user will need to have knowledge of how to configure the MacTCP
driver in order for this scenario to be successful.
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AdminTCP

T &

EtherTalk Ethernet

IP Address:

Figure 4.8 The AdminTCP Control Panel

4.7.2 Activating under System 6

Choose Control Panel from the Apple menu, and the i
; : 5 anel 3 -
ble list of icons at the left side of the window. b b

Click. the Ad'minT(l:P icon (it may be necessary to use the scroll bar to bring the
AdminTCP icon into view). The MacTCP Control Panel appears in the right
three-quarters of the window as shown in Figure 4.9.

S[J==——— Control Panel "=
ﬁ = @
—— HiH i 1 ')r-‘-
General .GEE1Talk Ethernet
i Reliability Eng.
-

Capture IF Address: i
o
s. i
Color i
o
322

Figure 4.9 The AdminTCP Control Panel Under System 6
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4.1.3 Setting link level information

i top half of the MacTCP Control Panel displays the available link level proto-
vols on which the MaeTCP driver can run. Different icons are displayed depend-
ips on your network configuration.

Il your Macintosh computer is using an Ethernet interface card, make sure that
(e card’s software is installed. The MacTCP Control Panel also provides a way for
o to find out the hardware address of your Ethernet interface card, if you
Lonld need to do so for troubleshooting. Press and hold down the option key
il click the Ethernet icon. The hardware address of the card is displayed beneath
the teon, as shown in Figure 4.10.

02608C010F13

Figure 4.10 Viewing Your Hardware Address

I o possible network configurations are described on the following pages. Select
i one that applies to your network and follow the instructions to set the link

[ vel information.
‘ | .E

Network configuration 1
Figure 4.11 illustrates one possible network configuration: a Macin-

tosh computer on an AppleTalk network using LocalTalk cable with a
galeway to an internet.

Note: This section is provided to help you set the link level infor-
mation for your own computer. You cannot remotely perform
this configuration task for users because it involves specific infor-
mation that is reported to the MacTCP Control Panel by the com-

puter.
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Accounting
Art Dept.
Company Store
Facilities
L | l Finance .
Floor Eas
m::::: Floor West
Hardware Engineering
L I Networking
TCP/IP host Personnel
Product Marketing
‘@_ Production
Publications
ggEeF\;[gy Quality Assurance
e Repair & Return
: vSoftware Engineering
s : Software Lab
Figure 4.11 A Macintosh on Locallalk Testing
Training
If this is your network configuration, the upper section of the -
MacTCP Control Panel contains the icon shown in Figure 4.12.

(111

MBS

LocaiTalk
{twisted-pair cable)

Figure 4.13 An Example Zone List

Network configuration 2 ‘ .
Figure 4.14 illustrates a second possible network configuration: a

Macintosh computer with one Ethernet NB Card on an AppleTalk
network using Ethernet cable.

| Relability Eng. |

AppleShare

Figure 4.12 Network Option For A LocalTalk Connected Macintosh (Contains one File Server

Ethernet NB Card)

The box beneath the icon displays the network zone where your
DDP-IP gateway is located. If your gateway is located in another
zone, direct the pointer to the zone box beneath the icon and press
the mouse button. A pop-up menu appears with a list of zone names
as shown in Figure 4.13. Keeping the mouse button down, drag the
pointer to the list and highlight the appropriate zone. When you
release the mouse button, the pop-up menu disappears, and the zone
name you selected appears in the box. | |

|

TCP/IP host
Figure 4.14 A Macintosh On An Ethernet
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If this is your network configuration, the upper section of the
MacTCP Control Panel contains the icons shown in Figure 4.15.
Select the Ethernet icon to allow your Macintosh computer to use
TCP/IP to communicate with other TCP/IP hosts on the network.
(AppleTalk is already being used to communicate with the Apple-
Share®file server and LaserWriter printer.)

":'fé}

s o
F b=

EtherTalk Ethernst
Figure 4.15 Network Options For An Ethernetted Macintosh
Network configuration 3

Tigure 4.16 illustrates a third possible network configuration: a Mac-
intosh II computer with two Ethernet NB Cards (located in slots 4
and 5) on an AppleTalk network using Ethernet cable,

{Contains two
Ethernet NB Cards)

[

—

LT

AppleShare
File Server

LT

Ethernet NB
Card (5)

Ethernet NB
:l Card (4)

L1 L

TCP/IP host

Figure 4.16 A Dual-Ethernetted Macintosh
If this is your network configuration, the upper section of the
MacTCP Control Panel contains the icons shown in Figure 4.17. (If
the Ethernet NB cards are located in slots other than 4 and 5, the
numbers in the icon names will be different.) Select the Ethernet (4)
icon to allow your Macintosh computer to use TCP/IP to communi-
cate with other TCP/IP hosts on that network.
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R

EtherTalk () Ethernet (4)

[ Reliability Eng. |

Ethernet (3] : .
Figure 4.17 Network Options For Dual-Ethernetted Macintoshes

Network configuration 4 _
Figure 4.18 illustrates a fourth possible network configuration. Mac-

intosh computers 1, 2, and 3 are on EtherTalk®cable segments sepa-
rate from the TCP/IP host. These computers use AppleTalk protocols
to communicate with the gateway, and the gateway uses TCP/IP pro-
tocols to communicate with the TCP/IP host. Macintosh computer 4,
on the same Ethernet as the TCP/IP host, uses standard TCP/IP pro-
tocols to communicate directly with the TCP/IP host.

I
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Router Router
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Figure 4.18 A Complex Internetwork
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If this is your network configuration, the upper section of the
MacTCP Control Panel contains the icons shown in Figure 4.19, If
you must go through a gateway to reach a TCP/IP host (as computers
1, 2, and 3 do in Figure 4.18), make sure that the EtherTalk icon is
selected. If you are on the same Ethernet as the TCP/IP host (as com-
puter 4 is in Figure 4.17), select the Ethernet icon.

%

EtherTalk: [-fthernet

| Reliability Eng. |

Figure 4.19 Network Options for Complex Macintosh Networks

4.7.4 Entering the IP address in decimal notation

If you have decided to enter the entire IP address for the user and you prefer to
enter the address in dotted decimal notation (for example, 132,10.3.1), enter the
address in the IP Address box as shown in Figure 4.20.

IP Address: [132.10.3.1 |

Figure 4.20 Setting Your IP Address

When you click the More button and the Administrator dialog box is displayed,
the class, address, and net and node numbers are set as shown in Figure 4.21.
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B 1= ddre GG e e

Class:_A_| Address: 0.0.0.0
Subnet Mask: 255.0.0.0

==
(T T T
Net | Subnet | Node
Bits: 8 1} 24

Net: o] Dllock

Figure 4.21 The IP Address Section of the Administrator Dialog Box

4.1.5 Bringing up the Administrator dialog hox

i ik the More button on the Control Panel to get to the Adminisirator-dialog
lox, as shown in Figure 4.22, This panel is your main tool for configuring the

MacTCP driver.

.......... Dbt‘ln Address' eerrereesy  SeeessssessesreessssseRHRIERSERIRILORO LI |P ‘&ddrESSAmH
(@ Manually Class:_A_| Address: 0.0.0.0
1 Server Subnet Mask: 255.0.0.0
=
QO Dynamically O T
Net | Subnet | Node
Bits: 8 1] 24

~Routing Information:
Gateway Address:

e Domain Name Server Information:-
Domain IP Address Default

L I O s

- [oooo |

[ Protected
o 5

Figure 4.22 The Administrator Dialog
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The Administrator dialog box provides you with three ways to set the IP address
(if you did not enter the decimal address in the MacTCP Control Panel). The
Obtain Address box in the upper-left corner of the panel (shown in Figure 4.23)
allows you to select your preferred method for setting the address. Your selection
determines whether the user must enter address information on the MacTCP
Control Panel.

* If you select Manually, you must set the address manually using the
fields in the TP Address box. See the next section “Setting the Address
Manually.”

* If you select Server, the address is obtained automatically from a Server.
This option requires a RARP or BOOTP server on an Ethernet, or a KIP-
compatible Datagram Delivery Protocol-Internet Protocol (DDP-1P)
gateway on an AppleTalk network. See the section “Obtaining an
Address from a Server” later in this chapter.

* It you select Dynamically, you must set the net and subnet portions of
the address using the fields in the IP Address box, but the node portion
of the address will be allocated dynamically (within the range of node
numbers specified). See the section “Setting the Node Number Dynami-
cally” Iater in this chapter.

........... Obtain Addrassg:
) Manually
i@ Server
) Dynamically

Figure 4.23 The Obtain Address Section of the Administrator Dialog Box

4.1.6 Setting the address manually

If you select Manually, you must set the address manually using the fields in the
IP Address box. You can enter either the entire IP address, or the net and subnet
portions. Entering the entire address causes the IP address to appear on the
MacTCP Control Panel. The user does not need to enter any address information,
Entering the net and subnet portions causes Net, Subnet, and Node boxes to
appear on the MacTCP Control Panel. The user must enter the node number.
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I et the address manually, click the Manually button located' in the Obtain
Aililress box. Then follow the steps described in the following sections.

1.1.7 Setting the address class

love 1o the IP Address box and position the pointer on the Class box. Class A,

e default setting, is currently in the box. Press th‘e mouse Putton ar‘1d a 11'16111:1 of
|y appears as shown in Figure 4.24. The v indu:,ates which class is the current
“ting, If you want to change the class, drag the pointer to B or C.

|F.| Address-_ .................................................
Class; Address: 0.0.0.0
5u g Mask: 255.0.0.0
NENERRNN IRRNNRNRANRERNRRRRNREEEY
Net | Subnet | Node
Bits: @ 0 24

Figure 4.24 Setting the Address Class

Il you change the class, the new value that appears in the Net box is the minimum
e allowable for the selected address class. For instance, 1f.y?u select class C,
i valuein the Netboxchangesto 12582971 2,which is the minimum value that

in be used for class C addresses.

Met: 12562912

Figure 4.25 The Net Box

iute that changing the class causes the slider on the ruler to move. Th_e address,
ihnel mask, and bits allocated to net, subnet, and node also char'lge. Flgu.re 4.26
liws the address, subnet mask, position of the slider, and the bit allocation for

il class selection.
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Elass:E Address: 0.0.0.0
Subnet Mask: 255.0.0.0

-
LTI T T ITLOO0TTT
Met | Subnet | MNode

Bits: 8 0 24

Class:_B_| Address: 128.0.0.0

Subnet Mask: 255.255.0.0

||||IIHIIIHIIITIHIIHIIHIIIII

Met | Subnet | Node
Bits: 16 0 16

Elass: Address: 192.0.0.0

Subnet Mask: 2595.255.255.0

[IIIHHIIIIHIIIIHIIHTIHIII—l_I
Met | Subnet | Node
Bits: 24 ] ]

Figure 4,26 Standard Subnet Masks
4.1.8 Setting the subnet mask

Perform this step only if you have implemented subnet addressing on your net-
work. Use the slider on the ruler to set the subnet mask. Each box in the ruler rep-
resents one bit of the 32-bit TP address. A dark line on the ruler indicates the
number of bits allocated to the net portion of the address (as determined by the
cla}ss selected). The slider can be moved anywhere along the ruler to the right of
this darkened line. Place the pointer on the slider, hold down the mouse button

ar‘:d drag the slider to the appropriate location on the ruler. When you move thc.:
slider, the subnet mask, the subnet bits, and the node bits change,

If you move the slider all the way to the left, the Subnet box is dimmed.

i Lpter 4 + About MacTCP
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1.1.9 Setting the IP address (integer format)

I vou want the user to enter the IP address in the IP Address box of the MacTCP
(:ontrol Panel (scenario B in the earlier section “Configuration Scenarios”), skip
il step. Continue with the configuration, referring to the section “Setting the
(uileway Address” later in this chapter.

I integer format, the IP address is broken down into bits (four sets with eight
It per set). The bits are allocated to net, subnet, and node according to address
ass and subnet mask, then converted to a decimal number, For instance, the
Wldress 90.25.3.240 broken down into  bits, looks like this:
11.010.00011001.00000011.11110000

Il (he address class is A {8 bits compose the net portion of the address) and the
nbnet mask is 255.255.252.0 (or 14 bits of subnet address and 10 bits of
iodle), then the integer form of the address is as follows:

Net: 90
Subnet: 1600
Node: 1008

'DEMO COPY,
| woT FOR RESALE |

Il vou want to enter the IP address in integer format, enter this information in the
“et, Subnet, and Node boxes shown in Figure 4.27.

................................................. H:I Ao E g gy
Class:[_A_| Address: 90.6.64.100

Subnet Mask: 255.255.2535.0

e
NERNANEN ANRERRRRRNRRNER) DRRRAREE
Net | Subnet | Node

Bits: 8 16 8

MNet: [<] Lock
Subnet [ Lock
MNode [ Lock

Figure 4.27 An IP Address In Integer Format

Il you are configuring the MacTCP driver so that the user has to enter the node
mber in the MacTCP Control Panel (scenario C in the earlier section “Configu-
{ition Scenarios”), you must enter the net and subnet portion of the address in

inleger format in the Net and Subnet boxes.
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Entering the net number

The Net box contains the lowest net number that can be used, deter-
mined by the address class that was selected. Click twice in the Net
box and enter the net portion of the TP address in integer form. If
you try to enter a number over the highest number allowed for the
selected address class, the last digit in the number you enter isn’t
accepted; you must reenter a valid number. If you enter a number
under the minimum allowed for the selected address class, a valid
number is automatically assigned when you save your changes;
therefore, be sure to enter a number over the minimum allowed for
the selected address class.

If you click the Lock box to the right of the Net box, the net number
is protected. The Net box is dimmed and you cannot change its value
unless you click the Lock box to unlock it. If you lock the value in the

Net box, the user will not be able to change this number on the
MacTCP Control Panel.

Entering the subnet number

Note that you can enter the subnet number only if you set the subnet
mask. Click the Subnet box and enter the subnet portion of the IP
address in integer form. If you click the Lock box to the right of the
Subnet box, the subnet number is protected. The Subnet box is
dimmed, and you cannot change the value in the box unless you click
the Lock box to unlock it. If you lock the value in the Subnet box, the
user will not be able to change this number on the MacTCP Control
Panel.

Entering the nede number
You now have three choices: enter the node number, leave the Node
box at the default and have the user enter the node number, or have
the node number assigned dynamically.

If you decide to enter the node number, click the Node box and enter
the node portion of the IP address in integer form. If you click the
Lock box to the right of the Node box, the node number is protected.
The Node box is dimmed and you cannot change the value in the box
unless you click the Loek box to unlock it. If you lock the value in the

Node box, the user will not be able to change this number on the
MacTCP Control Panel.

If you decide to have the user enter the node number in the MacTCP
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Control Panel, leave the box at the default number and do not select
the Lock box. Then continue with the configuration, starting with
the section “Setting the Gateway Address” later in this chapter.

If you want the node number to be assigned dynamically every time
the user starts up, see the section “Setting the Node Number Dynam-

ically” later in this chapter.

I ipure 4.27 shows values set and locked in the Net, Subnet; and Node boxes.

4.1.10 Obtaining an address from a server

Il vou select the Server button in the Obtain Address box, the network address is
shitained automatically from a network server. On an Ethernet network, the pro-
ucols BOOTP or RARP are used to assign an address. On an AppleTalk network, a
[1DP-IP gateway sets the address.

I have a server provide the address, click the Server button in the Ub.tam
Adiress box. (When you bring up the Administrator dialog box for the first time,
“erver is the default setting.) There is no need to enter class, subnet mask, or net,
ubnet, or node numbers; the Server button does it for you. The Macintosh com-
juiter that uses this configuration is assigned an address every time it starts up, as
Iy as you have a properly configured server.

\ller you restart, the class, subnet mask, net, subnet, and node numbers assigned
Iy the server are reflected in the Administrator dialog box and in the IP Address
[, The user does not have to enter any address information.

4.7.11 Setting the node number dynamically

Il you select the Dynamically button in the Obtain Address box, the node portion
ol the IP address is allocated dynamically within the range of node numbers spec-

i,

\ii 1P’ address has a range of valid node numbers that are determined by the
ililiess class and subnet mask. With dynamic addressing, the MacTCP software
indomly selects a node address in that range and broadcasts to other nod.es on
il network, “Is there anyone out there using this address?” If there is no
\uponse, that node number is used; if there is a response, the software rebroad-
~als until it finds a number that is not being used by other machines on the net-

‘,l'II\.

{
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To use dynamic addressing, enter the address class, subnet mask, and net and sub-
net numbers as described in the earlier section “4.7.6 Setting the address manu-
ally” on page 42. Click the Dynamically button in the Obtain Address box. Two
boxes appear, showing the range of valid node numbers determined by the class
and subnet mask (illustrated in Figure 4.28). After changes made to the Adminis-

trator dialog box are saved, a node number is assigned dynamically when the
Macintosh computer is started up.

This choice causes the IP Address box to appear on the MacTCP Control Panel

with the address already set. The user does not have to enter any address informa-
tion.

[f you know there are static addresses on your network, you can change the values
in the Node Range boxes so that the addresses in the static range are not used. To
change the minimum range value, double-click the From box and enter an appro-
priate number. To change the maximum range value, double-click the To box and
enter an appropriate number.

(C) Manually

it Server

@® Dynamically
Node Range:

From: [

4.1.12 Setting the gateway address

Some gateways use the Routing Information Protocol (RIP) to exchange network
routing information. The MacTCP software automatically monitors RIP traffic to

determine active gateways. If your network does not use RIP, you must manually
set the address of a gateway.

e —————————— e I
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I manually set the gateway address, go to the Routing Information section of the

Administrator dialog hox. Click the pointer in the Gateway Address box and
Cifer your gateway’s decimal TP address as shown in Figure 4.29.

~Routing Information:-
. Gateway Address:

[20.10.240.1]

Liviaas

Figure 4.29 Setting Your Gateway Address
1.7.13 Setting domain name server information

: ; —— ) ¢
Ihis part of the Administrator dialog box allows you to enter the 11.3 ad;lll;esz -OX
Jomain name servers and the domains over which they have lauthorlt}. f_i od
Ilows vou to enter this information for vour network’s domain name server an

ather domain name servers on the internet.

( ik the pointer in the Domain box and enter a domain name. Prtetns§lt}1edTab :it;y
(o inove the pointer to the IP Address box and enter tl‘lC address of that 0:11 t ;
\v vou enter the [P address, boxes appear (shown in Figure 4.30) to allow you to
/nler more domain name server information.

g Domain Marme Server Information: -
| Domain IP Address Default

[acet bonzinicarp.com | [111.25133 | @ i

|C | o

.............

Figure 4.30 Setting A Domain Name Server

( lick the default button to indicate your default domain name server and you‘r
Aefault domain name extension. Generally, it should be a domain name server

(hat has authority over your domain.

4.7.14 Protecting the configuration

ln protect your configuration, click the Protected checkbox (shpwn in Figure
| 41). If you don’t select the Protected checkbox, the user who receives the config-
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;red user disk will be able to modify any of the fields in the Administrator dialog
0X.

~Routing Information:—
Gateway Address: |

30.10.240.1 j

(] Protected
| ok |l [cancel |
Figure 4.31 Protecting Your Configuration

4.7.15 Closing the Control Panel

\VhEI.l you have finished entering the appropriate information in the Administra-
for dlaing box, the MacTCP driver is configured. The configuration settings are
stored in the MacTCP driver and also in a file called MacTCP Prep.

Click the OK button in the Administrator dialog box and then click the Close box
to close the Control Panel window. The configuration changes take effect the ne);t
time the driver is used. If the configuration changes cannot be made immediately
the alert message shown in Figure 4.32 is displayed. ”

This message alerts you that you must restart your Macintosh computer for the
configuration changes to take effect. When you click the 0K button, the Control

Panel closes. When you restart, the MacTCP driver is configured on your com-
puter.

¥ou must restart the Macintosh
for the changes you made to take
effect.

Figure 4.32 Closing the Administrator Dialog Box

A
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4.8 The Hosts File

'The MacTCP software includes a Hosts file that maps machine names to internet
addresses, the same service provided by the domain name system. You can use the
Hosts file if there is no domain name server on your network. It is also convenient
to place frequently used name-to-address mappings in this file.

To use the Hosts file, you must edit the sample file that is included with the

MacTCP software and add text that defines name-to-address mappings. Each host
on your network that uses Hosts file services must have the file resident on the

disk.
4.8.1 Hosts file syntax

The Hosts file syntax conforms to the master file syntax specified in Request for
Comment (RFC) 1035, Refer to this REC for more information.
(Note $INCLUDE has not been implemented.)

The syntax of the Hosts file is as follows:
<name><typesr<data>[;<comment>]
where name is the name assigned to a host or domain on the internet.
type is A (address), NS (name server), or CNAME {(canonical name).
data is determined by the type specified:

* Iftype = A, the data field contains an internet address.

+ If type = NS, the data field contains the name of the domain name
server that has authority over the domain specified in the name field.

* If type = CNAME, the data field contains the canonical (or official)
name for the name field.

Comment allows you to add a comment to the entry. A semicolon is used to start
a comment.

Any combination of tabs and spaces can be used as a delimiter between each item
in a line. Lines end with the return and line feed characters.
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Example entries in a Hosts file are as follows:

.comAl28.8.1.1; address of host "acct”

4.8.2 Editing the Hosts file

'1!0 c;e-le_ate Hosts files for network users, modify the sample file using Apple’s
eachText, adding text that defines name-to-add i ‘

: 0-address mappings for y icu-
lar network configuration. S R

To edit the Hosts file, perform the following steps:

1 :‘:le?ctll;e sfatlvr:ple Hosts file icon entitled Hosts, included with your
acTCP software, and open it by choosing Open from the Fi &
by double-clicking the icon. - o the File menu o

2 Ad.d- names and internet addresses in the syntax specified in the previous
section. L

You can edit the Hosts file with any word processor as long as you save it as Text
Only without formatting commands.

4.9 MacTCP Configuration Worksheet

The following table lists the information needed by a user to configure their co
of Ma.cTCP. Each user should fill out this table and keep it handy in case the negc);
technical support, or if they need to reconfigure MacTCP at some point I}; case
you are unsure of the meanings of the following terms, they have been rc;deﬁned
in the paragraphs following the table.

|

S

i lupter 4 + About MacTCP Page 53

Settings Value

Network Type

1’ Address®

Gateway Address

Subnet Mask

[efault Domain

[’ Address of Domain Name Server

Figure 4.33 Network parameters

4. It should be noted that the TP Addresses 192.0.0.x and 128.0.x.x are considered to be invalid IP
Addresses according to REC 1122, and MacTCP will not allow you to assign your Macintosh one of
/1P stacks do allow you to set up you network with said network

these addresses. Because some TCP)
numbers, you will have to reassign your networks 1P Addresses in order to use MacTCP on your net-

work.

Network Type If you are using an Ethernet card, make sure that you select the
Fthernet icon in MacTCP. LocalTalk users should verify that their

Ethernet to LocalTalk gateway is set up to properly route IP packets.

1P Address This would be the assigned 1P address for your Macintosh. If you are
using Dynamic Addressing with a Ethernet to LocalTalk Router, you

should write “dynamic” in this field.

Gateway Address This would be the 1P Address of any IP gateway running the
Routing Information Protocol (RIP), including Ethernet to
LocalTalk routers, such as an EtherRoute or a FastPath. If you would
like MacTCP to attempt to ascertain the appropriate value for your
router, use the default Gateway Addressof 0.0.0.0C.

ubnet Mask This is the subnet mask used by your particular network, and
should be verified with your System Administrator. When you supply
MacTCP with your [P Address, MacTCP will fill in the default Sub-
netMask for your particular network. Under mosl circumstances,

this value will be correct, but you should verify it anyway.
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Default Domgin is the text descriptor for your particular network, if you are
using Domain Names Services. For example, at MIT the machine

named zurich is in the domain ai.mit.edu, Any other

machine on this particular subnet would also have the default
domain of al.mit.edu.

IP Address of quain Name Server is the IP address of a host on your subnet
that is running the named daemon. If you do not have a domain

name server on your network, do not enter any DNS information
into MacTCP.
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Chapter 5
M USING NFS/SHARE

b.1 Setting up NFS/Share

liefore using NES/Share, make sure that you have installed and configured
MacTCP, After MacTCP and NES/Share have been installed on your machine, you
\hould run the NFS/Test program to verify that your NFS server is up and run-
ning with the necessary daemons. Make sure that you have AppleShare installed,
ly looking for its document in the Chooser and checking to see if you have either
Get Privileges. .. (System 6) or Sharing... (System 7) in your File menu. If you do
not have AppleShare installed, install it from your Apple System Software installer
(lisks by running the Installer application.

mon running on your machine. The choices are NIS, PCNFSD or

f To use NFS/Share you must have at least one authentication dae-
BWNESD.

Il you are using NIS as your authentication daemon, select NIS Domain from the
popup menu and enter its domain name in the dialog box. (The popup menu is
lucated to the right of the Select button.) The NIS domain that you enter will be
(e default NIS domain for all the dynamically located hosts. Any hosts that you
Al manually (necessary for servers in other subnets or on the other side of a
juileway) will require you to enter the NIS Domain in the respective Add Host dia-

log.
5.1.1 Adding remote hosts

“ometimes you may need to access a host that is not available locally. To add a
liost that does not automatically appear in NFS/Share’s server list to your avail-
ble hosts list, Select Add Host in NES/Share’s pop-up menu. In the Add Host dia-
lop, fill in the Name text area with a descriptive string for the remote host, as you
wanl it to appear in the Chooser’s list, and fill in the Server text area with either
(e host name of the remote host or its IP address. If you are using NIS to authen-
licate, enter the correct NIS Domain in the last field of the dialog. Click Add to
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return to the Chooser and your new NFS host will be listed in the host list,
Remote hosts are mounted in the same manner as that of local hosts.

R ~ Chooser = —

]| | Choose an NFS Server:
intercon com i

disco interconcom

AppleShare
Lot
s
.
NetModerm HEs/shaee™ [l

AppleTalk Zones E

Zrd Floor lae] |
4th Floar ll ‘ Add Ho
gth Floord |
athFloorB ' e st B
EtherTalk NISDomain...
Experimental Preferences...
Phase 11 ‘ | e I
uop IT AppIETal  NFS/Sharer™...

7.0

Figure 5.1 NES/Share’s pop-up
5.1.2 Mounting a volume

Mounting a volume with NFS/Share begins by opening the Chooser in the Apple
menu and selecting the NFS/Share icon. After a brief pause, a list of local NF§
hosts will come up in the list box. (A local host is defined as any host that resides
in your [P Subnet and on your Macintosh’s side of the Gateway.) If you do nof
have a Domain Name Server, you will see a list of IP addresses instead of host
names. MacTCP will simulate a Domain Name Server automatically if you enter
your NFS servers as “A” records in your hosts file, located in your Sys‘tem Folder,

Mounting a volume with NFS/Share is achieved through the following steps:

fdd an NFS Server:

Name: [¢common Name> |

Server: ‘(Ilnst Name [IP Address]> |

NIS Domain: [<if used> |

(Cancer

Figure 5.2 Adding An NFS Server
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/ Select the server you wish to mount and click Select. A dialog will come
up asking for a username and password. This is the same username and
password that you use to log on to a terminal session with the selected

machine.

/ The Select a Volume To Mount dialog is a user-definable volume list.
Volumes are listed in this dialog by their volume name and are mounted
by double clicking the entry. NFS/Share will only allow you to mount
one volume at a time. ,

v To add a mount point, click the Other button. The Mount Point field is
the path name on the NFS server that you intend to mount. The Volume
Name field specifies the name of the NFS/Share icon that identifies the

volume on the Macintosh.

/ Click the Mount button and NFS/Share will mount the volume. (The
other options found in the Edit Mount Point dialog will be covered in the

following text.)

% Log in:

User 1D: EDD 4‘

Password: l;"""""“l i

Figure 5.3 Logging in

5.1.3 Adding a volume

I'he Select a Volume To Mount dialog is a list of defined mount points relative to
(he chosen NES server. To add a volume to this list, follow the steps below.

/ Click Other in the Select a Volume To Mount dialog and the Edit Mount
Point dialog will come up. If you are using NIS for authentication, the
Mount Point text area will reflect the path to your default user directory.
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v Enter/edit the Mount Point field for your volume and give it a name in
the Volume Name field. (Note: The volume name which appears o your

Macintosh desktop can only be edited in this dialog. You can not change
it on the Macintosh desktop.)

v Click the Save button and the volume definition will be added to the
Sl'alef:t a Volume To Mount dialog. Any options that you select before
clicking Save will be attached to the volume definition.

=
;—-ﬁ Select Uolume to Mount

[L,NFS_dave &
[L.big
Central Art Files
Public Folder
RFC's

[ Save Password

[[_touer [ cancer ] otner... ) [ .. ]

Figure 5.4 Selecting a Volume To Mount

within an exportable file system. In other words, if you have /usr

| E The mount point can be any path that you desire as long as it is
exported to you, you may directly mount any path within /usr.

to the Volume List. If you have several volume definitions that you
wish to add to NES/Share’s configuration, simply click Other and
then click Save for each defined Mount Point. This will return you
to the Volume List dialog without mounting the volume.

. It is not necessary to mount a volume in order to add its definition

5.1.4 Maintaining Desktop Information

When adding or editing a volume definition, one of the available options is the
Maintain Desktop Information checkbox. NFS/Share keeps your volumes desktop
information in memory while the volume is mounted and if this option is
selected, that information will be saved to disk when that volume is unmounted
or when your machine is shut down.
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When NFS/Share mounts a volume, it looks in the System Preferences Folder to
see if there is any saved desktop information to be loaded in. If it is found, that
information will be used to seed NFS/Share’s desktop cache for that volume,
repardless of whether or not the Maintain Desktop Information option is on.
liecause of this, a user can establish a default desktop for an NES/Share volume
that will always be the same every time the volume is mounted. To do this, mount
the volume with the Maintain Desktop Information checkbox selected and
arrange your folders and icons as desired. Unmount the volume by dragging it to
the trash. Before you remount the volume, edit the mount point by selecting it in
the Select a Volume To Mount dialog and clicking the Edit button. Turn off the
Maintain Desktop Informatien option and click the Save button. Now when you
remount the volume, all of the saved icon positions and window sizes will be as
(hey were when you first set them, but any changes that you make to the desktop’s
appearance will not be saved when you unmount the volume.

q 1 [ i
=2l M t Point
o Edit Mount Poin

Mount Point: [/disk/usr/bob =]

Uolume Name: mg Home Dit] |

[X Maintain Desktop Info

[J Auto-Mount at Boot

| save ]| [ Mount ] [ cancet ]

Figure 5.5 Editing a Mount Point

5.1.5 Auto-mounting

Selecting the Auto-mount At Boot option when editing a volume definition speci-
fics that the volume will be automatically mounted when you start your machine.
\ volume designated for automounting will show a small boot icon beside it in
the Select a Volume To Mount dialog. If the Save Password option is checked in
(his dialog, all automounting volumes from this host will be mounted using the
log-on information that was last used to access this host with NES/Share.

5.1.6 Filenaming options

I'he Options button will bring up a list of possible naming scheme options for
(ranslating Macintosh filenames to filenames suitable for your NFS server. The
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default (8-bit) items in the pop-up menu indicates that NES/Share will allow any
legal 8-bit ASCII character to be used in a filename. Only the character “\” will be
quoted when written to the NFS server as it is an illegal character for a filename.
The 7-hit option indicates that only 7-bit ASCII characters in a filename will be
unmodified when they are written out to the NES server. In practical terms, this
option will never affect how you view the files with NES/Share, Only when you
view the files names from the host side will you notice that certain characters have
been replaced with “quoted” characters.

Ekg_l Set Mount Options

RSCIHI 7 bit
RSCII 8 bit

Figure 5.6 Mount Options

The conventions for a quoted character is a percent sign (%), followed by two
digit hex codes representing the ASCII value for the original character. It should
be noted that the 7-bit option will yield longer server-side filenames, as more
characters that are common on the Macintosh will end up being quoted. The file-
naming options should not be used unless you have specific limitations on your
NEFS server that require you to write 7-bit ASCII filenames,

5.1.7 Allocating memory for NFS/Share

NES/Share allocates the memory it requires to operate at INIT time (when you
start your machine). Initially, NFS/Share is configured to allocate enough mem-
ory to mount two volumes. If you need to mount more volumes, you can give
NFS/Share more memory by selecting Preferences in NFS/Share’s pop-up menu
found in the Chooser and entering the number of volumes that you need to
mount. NES/Share will also tell you how much memory it will allocate. After
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making changes to this area, you must restart your machine before the changes
will be reflected.

|
i
|
i

Maximum Disks: 15 4‘

=544k

O

Figure 5.7 Allocating Memory for NFS/Share

5.2 Disabling NFS/Share

Il you need to temporarily disable NFS/Share, start-up your Macintosh with the
Option Key held down until you see the NFS/Share Disabled icon appear. (See
\ppendix A) Because the Option key is also used to disable many other inits, you
may choose to press the Option key just before NFS/Share is ready to load. Inits in
your system load in alphabetical order, so you need only wait for the icon of the
mit that comes before NES/Share to display before depressing the Option key.

\lso, during start-up, holding down the A key will prevent NFS/Share from
mounting any volumes, but will still load NFS/Share.

h.3 User Tips

h.3.1 Automounting

11S/Share will only remember a single user profile per selected server. What this
imcans is that if you have a server named bob.mudfish.org, and you have set up a
volume on that server to auto-mount, a subsequent mount of a volume on bob.-
mudfish.org as another user will change the user and password that NI'S/Share
will use for the auto-mounted volume the next time you start your machine. To
woid such a conflict, manually add a second reference to your NES server with
ihe Add Host item in the popup menu. Assign this reference a unique name and
i it when you intend to mount a volume with an alternate password.
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5.3.2 Exporting file systems

Qn your NEFS server, the file /etc/exports controls who may have access to certain
directories or file systems. A /etc/exports file may look like this:

fetc -access=dave.bob.mudfish.org
fusr -access=SalesGroup
/free

In the above example, /et c may only be accessed by the machine named dave,-
bob.mudfish.org; /usr may be accessed by anyone who is a member of the net-
group SalesGroup, and /free is open to any NS client.

you will be assigned a UID of -2, which is the same as NFS’s

E‘ It is not possible to mount as the root user. If you attempt to do so,
“nobody” user.

5.4 Permissions

NFS/ Share provides access to server folder permissions via AppleShare’s Privileges
u}terface. Normally, folder and file permissions are modified from the host side
via commands like UNIX’s chmod command.
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5.4.1 System 6

Under System 6, you can access the permissions interface by selecting Get Privi-
leges... in the File menu. To access this menu item, select a folder within a
mounted NES volume and then select Get Privileges... in the File menu.

[ s

New Folder 8N Where; big, /big on server at
Dpen B intercon.com, via NFS/Share™
yi

frint Legged on as: rick

Close W Privileges: See Folders, See Files, Make

Changes

wner : [E

Get Privileges

Get Info |

Duplicate %D Gradp: [=1af |

5 =

Pyt By Qwner Group Everyone
See Folders: [ X

Page S:_atup... Ses Files: [ [

Print Directory... Make Changes:  [X] |

Change @1l Enclosed Folders:[]

Unda l Save l

Fiact Bid

As in the example, an Access Privileges window will come up for the selected
{older, presenting you with access information for the folder.

Where Indicates the name of the volume, the pathname as located on the
server, the server’s name and the fact that you are accessing the folder

via NES/Share.
Logged on as Indicates the username that privileges for this volume are based on.
Privileges This line will indicate the privileges that the user has to this folder.
Owner Indicates the user who owns this folder.

Group Indicates the group that this folder is assigned to.
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The check boxes in the lower section control the actual privileges to the folder and
any enclosed folders. After modifying any of the check boxes, click the Save but-
ton and an chmod bits will be modified accordingly.

| You can not change permissions for a folder unless you own it.
| Additionally, you must be using either NIS or PCNESD2 in order to
. change the group of a folder,

i

5.4.2 System 7

Under System 7, the Get Privileges... menu item has been replaced with the
Sharing menu item. The window that is displayed after selecting Sharing in the
File menu is nearly identical to the System 6 Access Privileges window.

New Folder #N
Open 0
Print #wpP
Close Window W
Jhsom e :

Get Info

== Jolm = ——

E:l Yhere: NFE_dave

Connected As: dave
Privileges: See Folders, See Files, Make Changes

21

See See Make
Felders  Files Changes

Duplicate 1]

::Iﬂtke Alias Owner:

| Put flwray Yy

= __:i R UserfGroup: | | O O
Find... ®F Everyone ] O O

Find Again 6

Page Setup...
Print Window...

|:| Make all currently enclosed falders like this ane

i_[:l Can't be moved, renzmed or deleted

The only addition to the window is the Can’t he moved, renamed or deleted check
box. After making changes to this window, simply click the window’s close box
and you will be asked to confirm the changes. After confirmation, the appropriate

chmod flags will be modified for the selected folder and enclosed folders, if
required.
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5.5 Time Zone

NES reports file time-stamps in GMT time. If you want your t.imes to vie\.rv cor-
rectly when accessing files from NFS/Share, you must set your time zone with the
Map Control Panel that is included with all Apple System Software.

(Rdd IE:itg_] [Remove City] ¥ 7.0

‘Washingmn l[m]l
Latitude " EN
Longitude " Qe
Time Zane m[]+
mi 0 10:59 AM Set

T'he easiest way to set your time zone is to type the name of a major city, in your
(ime zone into the text files and click the Find button. If the city is found, a small
star will flash in the map area over the geographical location of the city. To set the
location, click the Set button and close the Control Panel to save your changes.

It is important to note that time stamps are stored in GMT on Fhe

E host. When you do an “Is,” the host offsets the time stamp according
to current Time Zone and also makes adjustments for Daylight Sav-
ings Time. NFS/Share currently makes adjustments for Time Zone
only and none for DST. If you wish to have your time offset for Day
Light Savings, modify the Time Zone value in the Map Control
Panel.




Page 66
ge Chapter 5+ USING NFS/SHARE

5.6 Aliases

Under Systelm 7, you may make aliases of NFS/Share’s volumes, folders and files,
Ifa Yolume is not mounted when you try to access an alias, the volume will auto-
matically be mounted.

i‘ﬁ,- NFS/Share aliases contain your username and password and there-

fore can b.e copied to any Systemn 7 Macintosh and function with
your permissions. It should be noted, however, that if you change
you password, existing aliases will cease o function.

It should also be noted that NFS/Share aliases do not load Saved Desktop info for

tl‘u;l volume and they do not save Desktop Info when you unmount the volume
either.,

5.7 File Locking

Any file locking calls made by the Macintosh are translated in lock calls suitable
for BWNESD, If BWNESD is not available on your NES server, the command will
not fail because there is no appropriate error condition available on the Macin-
tqsh to describe this situation. This should not be a concern unless you are run-
ning a multi-user database such as 4D or FoxBase, because file locking is only
intended as a “safety feature” to prevent multiple applications/user from writing
to the same section of the file. If you feel that you mziy be in a situation where suc-
cessful file locking is a necessity, compile and run BWNESD on your NFS server.,
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6.1 Server Requirements

lo use NFS/Share as an NFS Client, you must have an appropriate NFS server on
vour network. Attributes of the NFS server are the NFS server itself and an
authentication server. It is also suggested that the server (or some host on the net-
work) provide a Domain Name Service for host name to [P number mapping.
Also, if you intend to share data between Macintosh clients, you should also have
o lile locking protocol available on your server.

6.1.1 User Authentication

N1'$/Share supports three separate authentication methods: NIS (formerly Yellow
Pages or YP), PCNFSD or BWNFSD. If available, NFS/Share will prefer NIS over

the other methods.

NIS: NTS is provided by Sun Microsystems, Inc. and many other worksta-
tion manufacturers for use in network environments to provide cen-
tralized user authentication and information services. To use NIS,
NES/Share must be given the NIS domain name (not to be confused
with the DNS (or Internet) domain name.) This can be entered for
individual hosts at the time that the host is being added with the Add
Host command, or as a default for automatic hosts by selecting NIS
Domain from the pop-up menu and entering the NIS Domain name
in the text dialog. NIS supports UID to name mapping, allowing you
to view the owner and group name assigned to a folder when you
view its permissions via AppleShare’s permission interface.

If you are unsure of your NIS Domain, you can ascertain it by using
the domainname command at the TELNET prompt of any host
running NIS. Remember, the NIS Domain is #ot the same as your
Internet Domain. They may have the same values, but this is not
necessarily so. Use the domainname command if you have any
doubts about your NIS Domain.
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BWNEFSD: BWNTSD is provided with NFS/Share and can be found in the
BWNFSD folder on the distribution floppy. This protocol is basically
a superset of PCNFSD with the locking features of LOCKD. BWNFS])
is used for authentication if NIS fails to respond or is not presenl,
BWNFSD supports UID to name mapping, allowing you to view the
owner and group name assigned to a folder when you view its per:
missions via AppleShare’s permission interface.
PCNFSD: PCNFSDisprovidedby workstation manufacturers or by NES clients
manufacturers to provide simple user authentication services for
non-UNIX clients. If no NIS domain is specified, the selected NIS
domain fails to respond, or if BWNFSD is not present, PCNFSD ig
automatically queried. PCNFSD version 1 does not support UID to
name mapping, so the owner and group of a folder will be displayed
as numerical data when viewed from the AppleShare interface.

6.1.2 Domain Name Service

It is strongly suggested that you have a functioning Domain Names Server in use
on one of your hosts. Although not required, a Domain Name Server maps net-
work [P addresses to host names and visa-versa. This is convenient, because it is
easier to remember a meaningful host name than it is to remember an IP address.
IfaDomain Name Server is unavailable,useahost s fileas described in Ch apter
4, “About MacTCP”

6.1.3 File locking

File and byte-range locking together provide the basis for Macintosh NFS clients
to share data files and applications which are resident on an NES volume. With-
out file locking capabilities, volumes which are to be accessed by multiple Macin-
tosh clients simultaneously should be considered read only. NF§/Share supports
two methods for file and byte range locking.

LOCKD: LOCKD is provided by SUN Microsystems, Inc. and many other
workstation manufacturers for use in network environments to pro-
vide file and byte-range locking capabilities. Only versions 3 and
above are supported by NFS/Share. If you have an older version, you

will need to obtain a newer version to utilize its features with NFS/
Share.

[ Page 69
1 hapter 6 « ADMINISTRATION NOTES

BWNESD: BWNESDprovides filelockingand byte-rangelocking capgbilities for
NES clients. It is strongly suggested that you install BWNESD to pro-
vide locking capabilities even if you are using another protocol.

Programs that make use of file and/or byte range locking Wﬂ,l,w,m-,k

E over NES/Share even if file locking services are not present. This is
because the Macintosh File Manager does not have any error code to
indicate the lack of file locking services and will therefore not return
an error condition. However, this should not p?oduce any negative
effects for your operations unless you are'using a program that
depends on the calls being truly sucessful.

6.2 Technical Information

I'his section describes some of the procedures used by NF.S/Share and b)[ so;ine
NI servers. The purpose of this section is to aid in debugging NFS/Share config-

urations.
6.2.1 Server display

When NFS/Share is selected in the Chooser, it attempts to ﬁnd all of the NFS
.crvers that are on its local network. This is achieved by send1r_1g a broadcast call‘
1o the portmapper for MOUNTD. If any machines responq, their II? numbers are
Lonverted to names (if a DNS is available) and they are displayed in the Chooser
window along with hosts which have been added manually.

I no hosts are found during this search, NFS/Share does not see any NFS servers
on the network. This occurs commonly with AppleTa'lk to Ethernet gateways,
lecause the broadcast packets which are sent by the Macintosh are not received by
{he host because the gateway does not forward them.

1 vou need a host which does not show up by default, just add it using the Add
Host item from the pop-up menu.

6.2.2 Mount point display

When vou select Other from the Select Volume To Mount, dialog, NFSISh?re
ublains a list of available mount points from the NFS server. Fllesc? mount points
are inserted into the pop-up menu to the right.of the Mount Point text box. Itn
arder to keep the amount of clutter down in this menu, NFS;.’Share a’ftempts ot
weed out entries which would not be accessible from the Macintosh client (mos
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commonly the root and swap partitions for diskless hosts.) The algorithm deletes
all mount points which only have what it believes to be fully a qualified host name
that does not match its name in the restrictions. If a mount point has ANY
restriction entry which does not have a * in it, NF§/Share assumes it to be a net-
group reference and treats it that way. Therefore, if you intend to use any restric-
tion entries that refer to particular hosts, use the fully qualified name for that
host.

6.2.3 NIS algorithms

NFS/Share keeps track of the NIS domains which are used to authenticate a user
for NES purposes. To find the NIS server, it first checks the internal cache to see if
it has already been located. If this is the case, the same IP address and port are
used unless the server does not respond. When the server is not in the cache, the
NFS server is queried with the Bind protocol and then the Serve protocol if
that is not successful. If neither of these methods work, a Bind broadcast is sent
to search for the domain server/binder.

In light of this, we strongly suggest that you have Bind and Serve programs
running on your NES servers if you intend to use NIS.

6.2.4 File system shutdown information (rwall)

NFS/Share supports the rwall protocol for notification of system downtime or
other crucial information. When an rwal1 call is received, NFS/Sharebrings up
a dialog with the text of the message.

6.2.5 Packet size backoff

When NFS/Share senses a loss of communication with a server, it will attempt to
reduce the size of the datagram packet and reestablish communication. In many
instances, this will occur immediately when using NFS/Share over a LocalTalk to
Ethernet gateway. In common NFS sessions, you should expect Ethernet devices
to utilize 8K UDP packets, and unbuffered LocalTalk to Ethernet will normally
use 1K UDP packets. Packet size backoff only occurs with reads.
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6.3 Special Notes

6.3.1 INIT management utilities

INIT management utilities can cause numerous problems. Some symptoms to

watch for include:

. The NFS/Share icon not showing up during start-up time. Check to see
that NFS/Share has not been disabled by the init manager.

NFS/Share comes up with an IP error. Make certain that MacTCP comes
up before NFS/Share in the load order.

' S/Share comes up with a DNS error. This can be caused by init ,man—
?;erflent utilities ’chi change the TYPE and/or Cl'{EATOR of INIT sand
CDEV’s. If this happens, MacTCP (which contains the Domain Na.me
Resolver) can not be found by NF$/Share or any other_MacTCP apph.ca—
tion. Some init management utilities that do this will.gwe you thf_: option
of not installing the INIT into the init manager. If this option exists, you
should use it for both MacTCP and NFS/Share.

Il you have any difficulties with NFS$/Share and other' inits(, i)t may help if Y01:.1
|-I.;ce NFS/Share at the end of the load list by putting a tilde (*~") as the first char-

acter of the file name.
6.3.2 Configuration information

( ‘onfiguration information for NFS/Share is kept in your S?zstem Folder 1111da
(older named Preferences. The settings files within contain settings files and fold-
o1 for each host that you have accessed. In each folder for a l‘mst are files for any
Jefined mount point that is using the Save Desktop Information option.

6.4 Server-Side Conventions

6.4.1 Macintosh files

N1'S/Share can read and write Apple Single and APple D.ouble format files. ]Sly
Jefault it creates Apple Double files because Apple Single Files can not be shared.
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6.4.2 Text file conventions

NFS/Share converts CR’s to LE’s when necessary and when it can confirm the tex|
contents in the file. As NFS/Share must read the first part of the file to check for
Apple Single format, is also checks for non-ASCIT characters at the same time.

6.4.3 lllegal file names

NFS/Share will by default escape /” in a Macintosh file name by using a ‘%" and
the appropriate hex digit. Server side files which have greater than 31 charactery
or contain colon characters (*") are currently omitted from view by the Macin:
tosh. All other characters in a file name are passed through manually. Some
machines do not allow the ‘%’ used by the Apple Double File format to annotale
the resource fork of a file. The machines may have options to “gobble” or remap
these characters and therefore fool NFS/Share into thinking that the file was wri

ten with the expected file name. The “gobble” option will remember that the file
supposed to have a ‘%’ prefix, and will report the correct file name to NFS/Share
when it requests it.

NFS/Share supports a 7-bit file naming scheme that will quote any non 7-bil
ASCII character. Using 7-bit file name restrictions may tend to yield longer file
names on the NFS server, as more characters are potentially converted into their 3
character quote equivalents. The 7-bit option is available for any mount point vi
the Add/Edit Mount Point dialog.

6.4.4 Symbolic Links

Symbolic links are supported for both files and directories and are resolved based
on the current mount point. Any relative link (including those which go above
the mount point) should work fine. Absolute links will only resolve correctly if
they are below the mount point. For example, to link /usr/mac/joe to
/usr/joe when the mount point is currently /usr/mac,use ../../joe
not /usr/joe.

6.4.5 Host Authentication

As an NFS client, your Macintosh must be registered with the NFS server as a
“trusted host,” as RPC packets sent by an NES client contain its host name to
ensure that requests are only returned to authorized machines. In the UNIX
world, NFS clients are listed in the /etc/hosts file by their IP Address and
internet host name. Each Macintosh should be assigned a host name that is either
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Jevistered with the Domain Name Server, or is included as an “A” record in the
fa s .
MacTCP hosts file, located in the System Folder.

Il you plan to use server-based addressing with a LocalTalk router, su;h ast Va beils‘t};
Path™, you will need to assign each possible addres.s a host name and en cr ;d;

in the hosts control file on the NFS server, and register each hosf name with the
Domain Name Server, or enter them as “A” records in MacTCP’s hosts ﬁ%e.”Por
more information on the MacTCP hosts file, see section “4.8 The Hosts File” on

page 51,

6.5 Macintosh Conventions

6.5.1 Desktop Manager

NI'S/Share uses the Desktop Manager (introduced with- ApPIeShare) to lstore
Jdesktop information. This enables it to store said information in RAMIand thelre:-
lore eliminate contention problems. This approach is compatible with Apple’s

[nture directives.

6.5.2 Directory 1D’s

Lince an NFS volume does not need to be mounted at the root level, assignn;g
Jirectory ID’s on a global basis would be impossible. Therefore, each user estak—
lishes a local cache of file directory ID’s which remain consistent as long as Desk-

(op [nformation is saved.

6.6 BWNFSD

BWNFSD provides an alternative to using PGNFSD and LOCK!;] for user authenti—f
.ation and file locking on your NFS server. BWNFSD can be 1nsta11edl in place o

NIS, LOCKD, and PCNFSD, or can be installed with these programs without con-
ilict. BWNFSD is not an NES server, however, and you will still nee.d NES se;;eur
Loltware to successfully use NFS/Share. If NIS is in place al-ong with BWN ﬁl)
NIS will be queried for user authentication and BWNFSD will be used for its file

locking features.

I e BWNFSD source code included with NFS/Share can be compiled on manly
 'NIX®based workstations. You may, howeverl, want to consullt a lmowle:sd[;ge;‘t;e
['NIX programmer for assistance in compiling and 1nstall1}'1g BW‘NF }.\T&;
source code was designed to work with BSD (Berkeley), Sun Microsystems,
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System IIT and System V, Silicon Graphics, and SCO (Santa Cruz QOrganization)
variations of UNIX.

6.6.1 Compiling BWNFSD

To build BWNFSD for your particular UNIX machine, you should create a direc
tory for it, then copy the four files (bwlock.c, bwprint.c, bwnfsd.q,
and Makefile) from the bwnfs folder on the NES/Share disk to it. Once you
have done so, you can make the program by typing one of the following lines:

make sun;Sun or compatible running Sun-0OS$
make bsd;Generic Berkeley Unix

make sys5;Generic ATT System III or System V
make sgi;Silicon Graphics machine

make scoj;Santa Cruz Organization (SCO)

make aix;IBM AIX for RS/6000

6.6.2 Launching BWNFSD

If the compiling and linking process succeeds, an executable file called bwn £ s |
created. You will want to change the permissions on this file and execute it to star|
the BWNFSD program. You may also want to move it to a convenient directory
(suchas /usr/local/bin)and additto your system start-up files so it will b
executed every time your UNIX machine is restarted.

For the purposes of NFS/Share, the only parameter necessary to start BWNFSD i
the name of any exportable file system. For example, one might launch BWNFSD
with the following command:

bwnfsd /tmp

You may use any entry you found in your exports file as an exported filesystem, ay
long as that file system is exportable to the machine running BWNFSD. This
parameter is necessary only to launch BWNFSD and has no effect on the opera:
tions of NFS/Share other than actually getting BWNFSD to run.
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BWNFSD was written by Beame & Whiteside Software Ltd. of Ontario, Canada,
and is currently distributed in the Public Domain.
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Chapter 7
M TROUBLE SHOOTING

I'his chapter covers many common problems that an NFS/Share user may run
inilo when starting out with NFS/Share. Each topic is covered briefly, and there-
lore is not intended as a guide for the casual Macintosh user. Consult with your
nelwork administrator, or system specialist for assistance if you experience one of
(he symptoms that are covered in this chapter.

1.0 User Authentication

I e message Invalid user name or password either indicates that you in fact have
lyped in an incorrect user name or password, or you do not have a proper
authentication server installed on your host.

lo use NFS/Share, you must have an authentication server running on your host
i order for NFS/Share to “log-in.” The possible authentication servers that are
wipported by NFS/Share are NIS (formerly YP), BWNFSD, and PCNFSD versions
| or 2. If you do not have one of these services available, you will not be able to
iithenticate to your NFS server.

1.1 NIS Authentication Problems

Il you intend to use NIS as your authentication service with NFS/Share, you must
(eIl NFS/Share what your NIS Domain is. The NIS Domain is a string that is
1wsigned to the NIS master server and is used by all NIS clients. If you are unsure
nl your NIS Domain, telnet to the host running NIS and type the command
mainname. This command will return your current NIS Domain.

I configure NFS/Share to use this NIS Domain, select NIS Domain... in NFS/
“hare’s pop-up menu and type the NIS Domain (verbatim) in the dialog.

If you manually add a host with the Add Host... item in the pop-up
menu, you must enter the NIS Domain name there if it is used.
NES/Share will not apply the default NIS Domain when authenti-
cating to manually added hosts.
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1.2 Host Authentication Problems

The message A permission error prevented mounting indicates that the NFS client
is not a “trusted host.” To resolve this problem, enter the host name and IP
address of the Macintosh in the hosts control file (/etc/hosts under UNIX). Tt is
also recommended that you enter your Macintosh as an “A” record in MacTCP’s
hosts file, found in your System Folder. If you do not have a hosts file in your Sys-
tem Folder, you should create one with any text editor (such as Teach Text), and
afterwards you should reboot your Macintosh to update MacT'CP’s DNS cache,
See section “4.8 The Hosts File” on page 51 for information on the format of the
host file.

1.3 Installation Problems Under System 7

To use NFS/Share on a Macintosh under System 7, you must have MacTCP 1.1 in
your Control Panels Folder, and NFS/Share must be in the top level of your Sys:
tem Folder and not in the Extensions Folder. The reason this is necessary is thal
NFS/Share must load after MacTCP in order to function, and it will load before il
if it is placed in the Extensions Folder.

1.4 Delays When Booting

If NFS/Share seems to take a unreasonable amount of time booting, the problem
is probably due to misconfiguration of MacTCP—namely the Domain Namge
Server. When NES/Share comes up at start-up time, it initializes MacTCP, which
includes a “ping” of the Domain Name Server. Because MacTCP’s Domain Namg¢
lookups are synchronous, you must wait for them to complete. If MacTCP is con
figured with a Domain Name Server that does not exist or is not currently up,
MacTCP will try several times to contact the Domain Name Server before finally
returning control to NFS/Share. This can translate into start-up delays of 20-30
seconds. If you are experiencing this problem, check your Domain Name Server's
status on the network, or delete the entry in MacTCP.

1.5 Transmission Problems

NFS/Share uses UDP/TP via Apple’s MacTCP, and it is the responsibility of the
network connection device to be compatible with Apple’s product to ensure reli
able communications. If you experience any sort of transmission-related prol
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lems with NFS/Share, you may want to examine a traffic dump of the IP packets
sent between the Macintosh and the NFS server.

One common transmission problem is caused by Ethernet devices that can not
handle packet fragments, or the high speed of the IP traffic associated with NFS.
A packet dump will illustrate that NFS’s 8K UDP packets are split into 7 Ethernet
(ragments. If the Ethernet device drops one of these fragments, the entire 8K
|/DP packets will have to be transmitted again after a time-out period. You should
consult with your Ethernet device’s manufacturer or try a different Ethernet
device if you experience these problems.

1.6 Rules For Exporting Filesystems

+  Any filesystem, or its proper subset can be exported from an NTS server.
A proper filesystem is a directory that begins below the mount point to
the parent filesystem.

+ A subdirectory of an exported filesystem can not be exported unless that
subdirectory resides on a different physical device. Similarly, you can not
export the parent directory of any exported filesystem unless the parent
resides on a different filesystem.

* You can only export local filesystems.
1.7 Symbolic Links

N1'S/Share supports symbolic links, however NES does not support symbolic
links across logical filesystems. In practical terms, this means that if you have two
lupical filesystems, /bob and / fred,a symbolic link on /kob that points to a
lolder or file on /fred can not be resolved.
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Appendix A

i ERROR CODES

When booting your Macintosh, take note of the NFS/Share icon, if there is a
problem, NES/Share will display an alternate icon to indicate the error condition.
Ielow is a list of the possible icons that you may see if there is a problem.

MacTCP Initialization Error

This icon indicates that Apple’s MacTCP had a problem starting up.
Check your configuration in the Control Panel to ensure that
MacTCP is properly configured. You will also get this message under
System 7 if you put NFS/Share in the Extensions folder, as it is load-
ing before MacTCP.

Domain Name Server Error

This icon indicates that MacTCP’s Domain Name Resolver could not
be initialized. If you are using MacTCP 1.0.x under System 7, this
icon may indicate that MacTCP is in the Control Panels folder. If this
is the case, move MacTCP 1.0.x to the top level of the System folder,

or install MacTCP 1.1,

Out of Memory Error
This icon indicates that your Macintosh does not have enough mem-

ory to run NFS/Share.

NFS/Share Disabled
This icon indicates that the Option key was held down during boot,

disabling NFS/Share.

Unknown Error
Check for possible INIT conflicts and call InterCon Technical Sup-

port at 703/709-9890 Ext 230.

Internal Error/Restart Machine
This icon indicates that NFS/Share needed to make internal configu-
ration changes and must be restarted in order for them to take effect.
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File System Loading Error

This icon indicates that a portion of the NES/Share code could not be
loaded during start-up.

Driver Load Error

This icon indicates that a portion of the NES/Share code could not be
loaded during start-up.

Table Expansion Error

This icon indicates that there is not enough memory for NES/Shaig
to rumn.

Key Error

Thi's icon indicates that NFS/Share was unable to initialize your acli
vation key on the network.
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Appendix B

When using NFS/Share in the Chooser, there are a number of diagnostics error
messages that you may encounter.

No Such Host Exists
he host you are attempting to access does not exist on the network at this time.

The Host Couldn’t Be Resolved

I'he requested domain name could not be resolved to an IP number. Check the
wpelling that you entered for the host and reenter it if necessary. This error may
also be caused by your domian name service going down.

NFS/Share Is Not Loaded, Please Re-Boot Before Proceeding

I'he INIT portion of NFS/Share has not been initialized. This generally indicates
1 error condition in relation to MacTCP. Check your configuration of MacTCP
and under System 7, make sure that NFS/Share is in the top level of the System
l'older and not in the Extensions Folder.

Invalid User Name Or Password

[he user name and/or password that you have entered can not be authenticated
by the host, Try entering them again or confirm your name and password with
your system administrator if you continue to have problems. This error will also
oceur if you do not have an authentication server on your host.

I'he Volume Could No Be Mounted
I'he volume that you have selected could not be mounted. Confirm that all neces-
sary NFS servers are properly installed and configured on your host.

A Permission Error Prevented Mounting

You do not have permission to mount this volume. This error will occur if the
wpecified mount point is not exportable to your machine (inappropriate listing in
(he /etc/exports file or not in the appropriate netgroup) or if your Macintosh is
not a trusted host (Mac is not in the /etc/hosts file).

Couldn’t Find Mount Pert For
I'he specified server doesn’t currently have the NFS mount protocol running on
it. Check the host and make sure it is running the mount server (MOUNTD).
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Couldn’t Make Drive For
NFS/Share could not mount the volume because a drive could not be created.
This should not occur.

Couln’t Make Volume For
NFS/Share could not make the volume because a volume control block could nol
be created. This should not occur.

Not Enough Memory To Mount

NES/Share has not been allocated enough memory to mount another volume. To
add memory to NFS/Share’s heap, select Preferences from NFS/Share’s pop-up
mentu in the Chooser, enter the number of volumes that you need to simulta-
neously mount and restart the machine.

Please Enter 2 Name and a Host

NES/Share requires both a common name and a host name or IP number to iden.
tify the host.

Need Both the Disk Name and Mount Point
To mount a volume, you must supply NFS/Share with a mount point {on your
host), and a name to identify the mounted volume on the Macintosh’s desktop.
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Appendix C
M GETTING HELP

I|' vou need technical support, you can get it through four different sources.
«  Call at 703/709-9890 Ext:230 ‘
.« FAX to 703/709-9896 (Label ATTN: Technical Support)
« Internet e-mail to tech@intercon. com

AppleLink to D1988 (Label ATTN: Technical Su pport)

liefore contacting Technical Support, please compile the following information:

I'roduct Serial Number

Macintosh model in use
1AM (megabytes)

(perating System versicn

INITs in use

Netwark cannection & Brand (EtherNet Card, router...)

st type [the computer you are connecting to )

Host IP address

Network mask

Your Macintosh's IP address

The above information is considered to be standard information by Inteleo?
‘lechnical Support, so please try to have it available. You may want to verify the
host information with your Systems Administrator to ensure accuracy.

Along with the above information, please write down any error messages as you

see them.
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Feature_ requests are also welcome for any of InterCon’s products. Please send
them either to our e-mail or AppleLink addresses.

If you S(-il‘ld in your ‘Technical Support request via FAX or e-mail, it would also be
he.]pfljll if you included your compete mailing address and phone number. This
will give the Technical Support team the option of calling you back to discuss

your observations, and also to log you for extra prompt shipping of a future ver-
sion of the program in question, if necessary.
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B GLOSSARY OF TERMS

active open The operation that a client performs to establish a TCP connection
with a server at a known address.

Active window The frontmost window on the desktop; the window where the
next action will take place. An active window’s title bar is highlighted.

address resolution Conversion of an Internet address into a corresponding phys-
ical address. This may require broadcasting on a local network. See arp.

alert A warning or report of an error in the form of an alert box, a sound from
the computer’s speaker, or both.

alert box A box that appears on the screen to give a warning or to report an error
message during use of an application.

ANSI  (American National Standards Institute) A group that defines U.S. stan-
dards for the information processing industry. ansi participates in defin-
ing network protocol standards.

AppleTalk A multimedia network architecture developed by Apple Computer
and implemented on Macintosh and other computers and peripherals.

application layer An iso layer of a network which performs services for the user,
such as file transfer or mail services.

ARP  (Address Resolution Protocol) Used to allow a host to find the physical
address of a target host on the same physical network, given the target’s
Internet address.

arp hack When one machine, usually a gateway, answers an arp request intended
for another machine by supplying its own physical address, thus accept-
ing responsibility for routing packets to the correct machine. Proxy arp
is used to allow a site to use a single Internet network address with more
than one physical network. Also known as proxy arp.

ARPA  (Advanced Research Projects Agency) Former name of darpa, a govern-
ment agency that funded arpanet and later, the darpa Internet.
ARPANET A long haul network funded by arpa and built by bbn. It served as the
basis for early networking research and acted as a central backbone dur-

ing the development of Internet. It consists of packet switched nodes
primarily located at U.S. universities, but includes connections at other
sites as well.

ASCII  (American Standard Code for Information Interchange) A code in which
the numbers from 0 to 127 stand for text characters. ascii code is used
for representing text inside a computer and for transmitting text
between computers or between a computer and a peripheral device.
Compare ebedic.
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baseband A method of using a single carrier frequency for data transfer in an
Bthernet or similar network. All stations on a baseband network must
take part in all transmissions. See broadband.

baud il_‘he number of times per second a signal can change on a transmission

ine. '

BBN  (Bolt, Beranek, and Newman, Inc.) The company responsible for the
development, operation and monitoring of the arpanet and the later
Internet Core Gateway System. A significant contributor to network and
Internet development.

big-endian A binary data storage/transmission format in which the most signifi-
cant byte (or bit) comes first. The darpa Internet’s standard is big-
endian.

BISYNC (Blnary SYNChronous Communication) An early, low level protocol
used to transmit data across a synchronous communication link. bisync
uses special characters to mark the beginning and the end of data
frames.

bit A contraction of binary digit. The smallest unit of information that a
computer can hold. The value of a bit (1 or 0) represents a simple two-
way choice, such as yes or no, on or off, positive or negative, something
or nothing,

BITNET (Because It’s There NETwork) A low speed, low cost network based at the
City University of New York, connecting more than 200 universities and
the European earn. It consists mostly of ibm mainframe computers con-
nected by 9600 baud leased lines.

bp-s (Bits Per Second) A measure of the rate of data transmission.

bridge A routing device used to expand networks by transferring packets which
are destined for non-local hosts to other networks. Bridges differ from
repeaters because they “learn” about attached networks and forward
packets accordingly. Same as smart repeater.

broadband A system in which many transmission signals are sent over a single
cable after being multiplexed. This allows many simultaneous transmis-
sions to occur including television and radio broadcasts over a single
network.

broadcast A message delivery system which delivers a copy of a given packet to all
hosts attached to the network. Ethernet is an example of a broadcast Sys-
tem.

BSC  (Binary Synchronous Communication) An early, low level protocol used
to transmit data across a synchronous communication link. bsc uses
special characters to mark the beginning and the end of data packets.
Same as bisync.

buffer A “holding area” of the computer’s memory where information can be
stored by one program or device and then read at a different rate by
another; for example, a print buffer.
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button A pushbutton-like image in dialog boxes where you click to designate,
confirm, or cancel an action. See also mouse button.

byte A unit of information consisting of a {ixed number of bits. On most sys-
tems, one byte consists of a series of eight bits, and can represent any
value between 0 and 255.

CCITT (Comite Consultaif Internationale de Telegraphie et Telephonie) An inter-
national organization responsible for setting international communica-
tion standards. It defined the standards for the x.25 network protocols.

character Any symbol that has a widely understood meaning and thus can con-
vey information. Some characters (such as letters, numbers, and punc-
tuation) can be displayed on the monitor screen and printed on a
printer. Compare control character.

character set The entire set of characters that can be either shown on a monitor
or used to code computer instructions. In a printer, the entire set of
characters that the printer is capable of printing.

check box A small box or circle associated with an option in a dialog box. When
you click the check box, you may change the option or affect related
options.

checlksum A small integer value computed from data being transmitted and used
to determine whether the data contains errors. The value is computed by

treating a series of octets in the data as integers and computing the sum.
Checksums are computed at the generation of a datagram and then
stored in the header. When a host receives the datagram it recomputes
the checksum and compares it to the one stored. If they do not match,
the data has changed in transmission and therefore is corrupt.
choose To pick a command by dragging through a menu. You often choose a
command after you've selected something for the program to act on.
client A program or machine that requests services from a network or server.
client-server The methodology of interaction between hosts in a distributed sys-
tem where one host sends a request to another host and waits for a
response. The client is the originator of the request, the server is the
responder.
click To position the pointer on something, and then to press and quickly
release the mouse button.
lipboard The holding place for what you last cut or copied; a buffer area in
memory. Information on the Clipboard can be inserted (pasted) into
documents.
close box The small white box on the left side of the title bar of an active window.
Clicking it closes the window.
collision detection A method of detecting when two network stations simulta-
neously attempt transmission, thus damaging both. Upon detecting a
collision, a sender will stop transmitting and wait for the activity to sub-

side before trying again.
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Command key A key that, when held down while another key is pressed, causes a
command to take effect. When held down in combination with dragging
the mouse, the Command key lets you drag a window to a new location
without activating it. The Command key is marked with a propellet-
shaped symbol. On some machines, the Command key has both the
propeller symbol and the Apple symbol on it.

cennection The patch between two protocols that provides reliable delivery
stream service.

connectionless service The packet delivery service offered by most hardware and
by the Internet Protocol. It treats each packet or datagram as a separate
entity that contains both the source and destination address. Connec-
tionless service can lose packets or deliver them out of order.

control character A nonprinting character that controls or modifies the way
information is printed or displayed. On most computers, control char-
acters have ASCII values between 0 and 31, and are typed from a key-
board by holding down the Control key while pressing some other key.
TCP/Connect II can generate control characters using the Control,
Command, or Option keys.

Control Panel A desk accessory that lets you change the speaker volume, the key-
board repeat speed and delay, mouse tracking, and other features. This is
where most of the MacTCP configuration is done. Under System 7, the
Control Panel is simply a folder, found in the System Folder, that con-
tains Control Panel Documents that now act like startup applications.

controller z?{ peripheral device connected to a computer to perform a specific
task.

core gateway One of a set of Internet gateways which exchange routing updates
periodically to ensure consistency in routing tables. The core forms a
central part of Internet routing because all groups must advertise their
network paths to core gateways using the Exterior Gateway Protocol egp.
Core gateways are operated by inoc at bbn.

CRC  (Cyclic Redundancy Check) A small integer value computed from data
being transmitted that is used to determine whether the data contains
errors. Usually , packet switching hardware will compute a crc and
attach it to a packet before transmitting the packet. When receiving a

packet, the hardware will recalculate the cre and compare it with the
value sent, to verify that the transmission was not damaged. crcs detect
more errors than checksums but they take more time to compute.

CSMA  (Carrier Sense Multiple Access) A characteristic of network hardware that

¥ listens to transmission media and transmits when the media is idle.

CSMA/CA (Carrier Sense Multiple Access with Collision Avoidance) A method of
transmission using csma/cd with Positive Acknowledgement to avoid
incidents of collision,
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CSMA/CD (Carrier Sense Multiple Access with Collision Detection) A method of
transmission using csma with a device for detecting if there is more than
one transmission on the media at once. Ethernet is an example of a
csma/cd network.

CSNET (Computer Science NETwork) A network providing Internet connections
and mail delivery service using dialup. csnet also provides an Internet
domain name server for members who cannot run their own. csnet was
originally funded by the National Science Foundation, but is now self-
sufficient.

DARPA (Defense Advanced Research Projects Agency) Formerly arpa. A govern-
ment agency that funded the arpanet and later, the darpa Internet.

DARPA Internet The collection of gateways and networks, including the arpanet,
milnet, and nsfnet, that use the tcp/ip protocol suite and operate as a
single, virtual network. It provides reliable full duplex stream delivery
and unreliable connectionless packet delivery. It also features universal
connectivity and applications level services such as electronic mail.

data communications An interchange of information between systems.

data link layer The second layer of the osi Open Systems Interconnect communi-
cations model. It puts messages together and coordinates their flow. Also
used to refer to a phone link connection between two computers.

database A collection of data organized to make accessing the data efficient and
easy.

datagram The basic unit of information passed across packet-switched networks.
Messages are transmitted in scattered order and the correct order is rees-
tablished by the receiving host.

DCE  (Data Communication Equipment) A term X.25 protocol standards use
to refer to packet switching equipment in a network. It is the equipment
located between data terminal equipment dte and the network which
establishes, maintains and terminates data connections. In common
usage, dce is synonymous with a modem.

DDCMP (Digital Data Communication Message Protocol) Digital Equipment
Corporation's link level protocol. It uses serial lines, delimits frames
with special characters and includes link level checksums. nsfnet incor-
porates ddemp over its backbone lines.

DDN  (Defense Data Network) milnet and associated parts of the darpa Inter-
net which connect to military installations. ddn provides both local and
long-haul data communications and interconnectivity for the Depart-
ment of Defense systems and follows the DoD protocol suite. ddn is
sometimes used to refer to milnet, arpanet and the tcp/ip protocols that
they use.

DECNETA network architecture developed by DEC (Digital Equipment Corpo-
ration) which defines both protocols and specific physical implementa-
tions, including Ethernet.
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desk accessories ““Mini-applications” that are available from the Apple menu
regardless of which application you're using (for example, the Calcula-
tor, Note Pad, Alarm Clock, Control Panel, Scrapbook, Key Caps, and
Chooser.
desktop On the Macintosh, the computer's working environment, the menu bar
and the gray area on the screen. You can have a number of documents on
the desktop at the same time.
demultiplexor A hardware device which separates a single signal from a trans-
mission line into several signals based on time or carrier frequency. It is
used on broadband systems in combination with a multiplexor to allow
multiple, simultaneous signal transmissions over a single medium. In
general, it allows multiple hardware devices to use a single communica-
tion link at the same time.
device Irequently used as a short form for peripheral device.
device driver A program that manages the transfer of information between the
computer and a peripheral device.
dialog box A box that contains a message requesting more information from you,
Sometimes the message warns you that you're asking your computer to
do something it can't do or that you're about to destroy some of your
information. In these cases the message is often accompanied by a beep,
digit  One of the characters 0 through 9, used to express numbers in decimal
form.
dimmed command A command that appears gray rather than black in the menu.
You can't choose a dimmed command, usually because the command
would be unable to act on anything. For example, in a MacWrite docu-
ment the Cut command is dimmed unless you have selected a piece of
text.
dimmed icon An icon that represents a disk that has been ejected. You can select
or open dimmed disk icons, but you cannot open the documents on
them.
directory A pictorial, alphabetical, or chronological list of the contents of a folder
or a disk. See also folder.
disk server A network device which gives client hosts access to space on a disk
drive. Clients are usually given dedicated non-shared space.
distributed file server A system by which file systems residing on disks distrib-
uted throughout a network may be made available to workstations
which are also distributed throughout the network.
domain A part of the Internet naming hierarchy consisting of a series of name
separated by periods. For example, in the host name bar.vax.edu, bar is
in the domain vax. vax is in the domain edu.
DNS (Domain Name Service) Also referred to as a Domain Name Server, a
DNS is an on-line distributed database responsible for mapping host
names to their respective IP addresses.
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dotted decimal notation The method of representing a 32-bit number with four
8-bit numbers written in base ten and separated by periods. For exam-
ple, 225.128.52.1.

double-click To position the pointer where you want an action to take place, and
then press and release the mouse button twice in quick succession with-
out moving the mouse.

drag  'To position the pointer on something, press and hold the mouse button,
move the mouse, and release the mouse button. When you release the
mouse button, you either confirm a selection or move an object to a new
location.

driver A term for software used to control external devices and I/O.

DTE  (Data Terminal Equipment) A term X.25 protocol standards use to refer
to computers and terminals to distinguish them from the network to
which they are connected.

duplex transmission Simultaneous two-way, independent transmission of data
between two computers or between a computer and a terminal.

BACK  (Extended ACKnowledgement) See SACK.

FARN (European Academic Research Network) A network which connects Euro-
pean universities and research facilities using BITNET technology.

IBCDIC ( Extended Binary-Coded Decimal Interchange Code) A code used by IBM
that represents each letter, number, special character, and control char-
acter as an 8-bit binary number. EBCDIC has a character set of 256 8-bit
characters. Compare ascii.

LGP  (Exterior Gateway Protocol) The protocol exchanged between external
gateways of autonomous systems to advertise the Internet addresses of
their respective system members. Every autonomous system must use
EGP to advertise network reachability to the core gateway system.

LIA (Electronic Industry Association) A US trade organization which sets its
own standards and contributes to ansi. They are known for RS-232-C
and RS-422 standards for connection of terminals to computers and
computers to computers.

Inter key A key that confirms or terminates an entry or sometimes a command.

cscape character An ascii character that, with many programs and devices,
allows you to perform special functions when used in combination key-
presses,

lscape key A key that generates the escape character. The Escape key is labeled
Esc.

cscape sequence A sequence of keystrokes, beginning with the Esc key. Escape
sequences are used as codes to control printers and terminals (such as
the decvixxx series).

lithernet A best-effort delivery system using CSMA/CD technology developed by
Xerox Corp., Digital Equipment Corp. and Intel Corp. Ethernet is one of
the most popular LANS today.



. Glossary

FDM  (Frequency Division Multiplexing) A method of transmitting multiple
independent signals across a single medium by assigning each a unique
carrier frequency. See multiplexor and demultiplexor.

file server A process running on a computer that provides network access to files
residing on that computer to remote machines. File server is often used
to refer to the computer running the server program itself.

file transfer The copying of a file from one host to another over a network.

Finder An application that's always available on the desktop. You use it to man-
age documents and applications, and to get information to and from
disks.

floppy disk A disk made of flexible plastic, as compared to a hard disk, which is
made of metal. The term floppy is now usually applied only to disks with
thin, flexible disk jackets, such as 5.25-inch disks. With 3.5-inch disks,
the disk itself is flexible, but the jacket is made of hard plastic; thus, 3.5-
inch disks aren’t particularly “floppy.” See 5.25-inch disk, 3.5-inch disk.

folder A holder of documents and applications on the desktop. Folders, like
subdirectories, allow you to organize information in any way you want.

font  In typography,a complete set of type in one size and style of character,
In computer usage, a collection of letters, numbers, punctuation marks,
and other typographical symbols with a consistent appearance; the size
can be changed readily.

font size''he size of a font of characters in points; equivalent to the distance
between the ascent line of one line of text and the ascent line of the next
line of single-spaced text. Examples of font size are 12 point and 18
point.

fragment One of the pieces that results from an Internet Gateway dividing an ip
datagram into smaller pieces for transmission across a network which
cannot handle the original datagram size.

frame A packet as it is transmitted over a serial line; a physical level transmis-
sion. Derived from character oriented protocols which added start-of-
frame characters and end-of-frame characters when sending packets.

FTP  (File Transfer Protocol) The high level Internet standard protocol for
transferring files from one machine to another. ftp is usually imple-
mented at the application level,

full duplex A connection between hosts on a network which allows concurrent
transfer in both directions. This is done with two independent data
streams flowing in opposite directions with no apparent connection.

Fuzzball Term applied to both a piece of gateway software and the DEC LSI-11
computer on which it runs. Used as packet switches on the nsfnet back-
bone network.

gateway A special purpose dedicated computer attached to 2 or more networks,
using unlike protocols, and routing packets between them., A gateway
translates all protocol levels,
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GBPS (Giga Bits Per Second) A measure of the rate of data transmission refer-
ring to billions of bits per second.

GGP  (Gateway to Gateway Protocol) The protocol used by core gateways to
exchange routing information. ggp uses a shortest path routing compu-
tation. Under normal conditions, all gateways using GGP will eventually
agree on routing information. - ‘

half duplex A two-wire communication circuit or protocol designed for data
transmission in either direction but not both directions simultancously.
Compare full duplex. :

hardware address The low level addresses used by physical networks. Each type
of hardware has its own addressing scheme.

IIDLC (High-level Data Link Control) An Internet standard link level commu-
nication protocol. It is used in X.25 networks for link access protocol. It
is increasingly used by psn interfaces to transfer frames between a host
and psn.

hertz A unit of frequency equal to one cycle per second. o

hierarchical routing Routing that is based on hierarchal addressing by dividing
the routing procedure into steps based on portions of the addres‘s. A
gateway will use only the network portion of the address unlf:ss it can
deliver the packet, then it also uses the host portion. Subnetting is a
method of adding additional levels of hierarchal routing.

host A computer that participates in a data communication network. Host
computers may be a mainframes, minicomputers, or microcomputers.

Hz (Hertz) A unit of frequency equal to one cycle per second.

ICMP  (Internet Control Message Protocol) The part of the Internet Protocol that
handles error and control messages. It is used by gateways and hosts to
report problems with datagrams to their source. icmp incluc‘ies an echo
request/reply to test the reachability and status of a destination.

icon  Animage that graphically represents an object, a concept, or a message.
For example, an unopened MacWrite document looks like a sheet of
paper with lines like writing on it; an unopened MacPain.L document
looks like a sheet of paper with a paint brush painting a line.

idling signal A signal used to communicate that no data is being transm%tted but
a connection is still established. Without idling signals, a pause in trans-
mission could be determined to be a lost connection and hang up. .

IEEE  (Institute of Electrical and Electronic Engineers) An organization which
makes and publishes standards used in LANS.

IGP (Interior Gateway Protocol) A term applied to any protocol used to com-
municate routing information and reachability within an autonomous

system. .

IMP (Interfact Message Processor) Former name for Packet Switched Nodes,
the psicket switches used in arpanet. See psn.
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interactive Operating by means of a dialog between the computer system and a
human user.

interactive protocol A protocol that lets you communicate interactively with a
host computer. In this kind of protocol, part or all of the contents of the
screen memory is sent to the host when you press the Return key. You do
not have to communicate with the host by sending it disk files. telnet is
an interactive protocol.

Internet See DARPA Internet.

internet A collection of interconnected packet switched networks which function
as one large virtual network by adhering to common protocols.

Internet addressThe 32 bit address, consisting of an Internet address and a local
address, assigned to a host that wants to participate with the darpa Inter-
net using tcp/ip.

Internet Layer An iso network protocol layer providing host-to-host delivery
over an internet. This layer encapsulates messages in ip datagrams and
determines delivery pathway information. It is also responsible for han-
dling these datagrams when they are received.

Internet Protocol The darpa Internet Standard Protocol which defines Internet
Datagram as the unit of information passed across the Internet and pro-
vides the basis for connectionless, best-effort delivery service.

interoperability The ability of many types of hardware and software on many
different machines from many different vendors to communicate mean-
ingfully.

P {(Internet Protocol) See Internet Protocol.

IP datagram The basic unit of information passed across the internet containing
source and destination address along with data.

ISDN  (Integrates Services Digital Network) A proposed digital network provid-
ing voice and digital network services through a single medium. ccitt
controls the protocol and technical standards for isdn.

ISO (International Standards Organization) An international organization
which specifies international standards for many things, including net-
working protocals,

ISO layer A model containing 7 conceptual layers, each providing a set of services
which are used in network operations.

KBPS (Kilo Bits Per Second) A measure of the rate of data transmission refer-
ring to thousands of bits per second.

kilobyte (K) A unit of measurement consisting of 1024 bytes. In this usage, kilo
{from the Greek, meaning a thousand) stands for 1024. Thus, 64K mem:
ory equals 65,536 bytes. See also megabyte.

LAN  (Local Area Network) Any physical network technology operating at high
speed over a short distance. Operational speed ranges from tens of mbps

to several gbps.
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little-endian A binary data storage/transmission format in which the least signif-
icant byte (bit) cormes first. See big-endian.

mail bridge A mail gateway which screens mail passing from one network to
another for security and administrative purposes.

mail exploder A program which accepts a piece of mail and a list of addresses,
then sends a copy of the message to each listed address.

mail gateway A machine which connects 2 or more mail systems and transfers
mail among them. They are usually used between dissimilar systems on
different networks, in which case it will reformat messages according (o
the destinations mailing system rules before forwarding the message.

Mail Server The software and machine which provides message transfer services
on a network.

MAN  (Metropolitan Area Network) Any physical network technology operating
at high speed over distances sufficient to cover a metropolitan area.
Operational speed ranges from hundreds of mbps to several gbps.

martians A term used for packets which unexpectedly turn up on the wrong net-
work, usually because of incorrect routing.

MBPS (Mega Bits Per Second) A measure to the rate of data transmission refer-
ring to millions of bits per second.

MediumA point to point electronic communication pathway.

megabyte (Mb) A unit of measurement equal to 1024 kilobytes, or 1,048,576
bytes. See kilobyte.

menu A list of choices presented by a program, from which you can select an
action. In Macintosh, menus appear when you point to and press menu
titles in the menu bar. Dragging through the menu and releasing the
mouse button while a command is highlighted chooses that command.

menu bar The horizontal strip at the top of the screen that contains menu titles.

menu title A word, phrase, or icon in the menu bar that designates one menu.
Pressing on the menu title causes the title to be highlighted and its menu
to appear below it.

microsecond One millionth of a second.

mid-level net One of the many networks funded by the nsf which operated
autonomously but was connected to the nsfnet Backbone.

MILNET (MILitary NETwork) A network which was separated from arpanet in
1984 to provide reliable service to the military while arpanet was used
for continued research.

millisecond (#s) One thousandth of a second.

modem ( MOdulator/DEModulator) A device that converts serial digital data from
a transmitting terminal to a signal suitable for transmission over tele-
phone lines. The modem will also convert the telephone signal (analog)
into a serial digital signal for use for another computer or terminal.

modem port A socket on the back of the computer marked by a telephone icon.
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mouse A small device you move around on a flat surface next to your computer,
The mouse controls a pointer on the screen whose movements corre-
spond to those of the mouse. You use the pointer to select operations, to
move data, and to draw with in graphics programs.

mouse button The button on the top of the mouse. In general, pressing the
mouse button initiates some action on whatever is under the pointer
and releasing the button confirms the action. :

multi-tasking A term used to refer to a computer which can execute more than
one program simultaneously.

multi-user A term used to refer to a computer which can provide service to more
than one user simultaneously.

multlplexqrA haI.‘dware device which combines multiple signals from a trans-
mission .hne based on time or carrier frequency. It is used on broadband
systems.m combination with a demultiplexor to allow multiple, simulta-
neous signal transmissions over a single medium. Tn general, it allows
multlplle hardware devices to use a single communication link at the
same time.

mux  See multiplexor.

NAK (Nf:’gat.zve fﬁcKnowledgement) A message sent from a receiver to a sender
which l-ndlcates that the transmitted data contained errors from the
transmission. Upon receiving a nak, the sender will usually retransmit
the data.

name resolution The process of converting a host name into a corresponding
network address.

network A system of computers and peripherals connected by some media and
capable of communication.

network layer T.h? network layer is responsible for accepting ip datagrams and
transmitting them over a specific network.

NES  (Network File System) A SUN microsystems protocol which uses the
llnternet Protocol to allow sets of computers to access each others' files as
if they were locally stored.

NIS ([fetwork Information Service) Designed by SUN Microsystems, NIS
(bormefly k.now as Yellow Pages or YP) provides centralized user
authentication and information services.

node A point on a network where one or more communication devices are
attached to the network, and where information can be sent, received, or
forwarded. ’

NSF  (National Science Foundation) A government agency which funded a
cross country backbone network (see nsfiet) and many regional net-
works d.t‘!SIgIlE(.l to mternet scientific communities with available super-
computing facilities.

NSFENET ( National Science Foundation NETwork) A term used to describe local
supercomputing networks, mid-level networks, and their cross country
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backbone network, all of which were funded by the nsf. this network is
used to increase access to supercomputing facilities throughout the aca-
demic community.

null  An undefined value. Null is different from zero; zero is a value just like
other numbers, whereas null means no value at all (of the expected
type).

numeric keypad A calculator-style keypad, either built-in or peripheral, which
you can use to type numbers. The layout of numbers on the keypad
makes it easier and faster to use than the regular keyboard. Some appli-
cation programs designate the keys of a numeric keypad as special func-
tion keys.

0SI (Open Systems Interconnect) A reference to iso protocols used for the
interconnection of cooperating computer systems. See rsi.

operating system A program that organizes the actions of the parts of the com-
puter and its peripheral devices.

Option key A modifier key that gives a different meaning or action to another key
you type or mouse actions you perform. You use it to type foreign char-
acters or special symbols contained in the optional character set.

packet A group of bits including address, data, and control elements that are
transmitted over a packet switched network.

packet buffer A memory space set aside for storing a packet that is either waiting
to be transmitted, or has been received. It may be located in either the
network interface controller or the computer attached to the controller.

PAD  (Packet Assembler/Disassembler) A term used for an interface device
which connects non-X.25 devices to an X.25 network. It prepares output
from a PC or a conventional terminal and prepares it for packet switched
transmission, and conversely extracts characters from the network trans-
mission and displays them on the terminal or PC.

peripheral device A piece of hardware (such as a video monitor, disk drive,
printer, or modem) used in conjunction with a computer and under the

computer's control. Peripheral devices are often (but not necessarily)
physically separate from the computer and connected to it by wires,
cables, or some other form of interface.

physical layer The term used to apply to the physical and machine characteristics
of a network such as characteristics of voltage, current and wiring.

PING  (Packet Internet Grouper). A program used in networks to test the reach-
ability of a host by sending an icmp Echo request and waiting fora reply.
It reports success or failure and statistics about the “"pinged" host.

pixel  Short for picture element. A point on the graphics screen; the visual rep-
resentation of a bit on the screen {white if the bit is 0, black if it's 1). Also
a location in video memory that maps to a point on the graphics screen
when the viewing window includes that location. See also bit.
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POP  (Post Office Protocol). A protocol used to retrieve mail from a central
mail repository. TCP/Connect IT uses pop for mail reception.

port  See Protocol Port,

positive acknowledgement See acknowledgement.

presentation layer The network layer which consists of many functions needed
to make application programs work, such as operating system routines
necessary for using a network.

print spooler A program which manages access to printers on a network. Users
communicate with the spooler rather than directly to the printer.

promiscuous ARP When one machine, usually a gateway, answers an ARP
request intended for another by supplying its own physical address, thus
accepting responsibility for routing packets to the correct machine.
Proxy ARP is used to allow a site to use a single Internet address for more
than one physical network, Same as proxy ARP.

proportional font Any font in which different characters have different widths;

thus, the space taken up by words having the same number of letters var-
ies. For example, in the typeface used here the letter M is wider than the
letter [, so that MMMMM produces a wider string than IIII1.

protocol A set of rules for communication between two or more machines,

protocol port A method used by transport protocols to tell the difference
between many possible destinations within a single host. Operating sys-
tems usually allow an application program to specify what port it wants
to be,

PSN  (Packet Switched Node) The name for an arpanet packet switch. Each psn
is connected to at least 2 others as well as up to 16 host computers.

quene A line of prioritized tasks waiting to be executed. High priority tasks will
be executed before low priority tasks.

RARP (Reverse Address Resolution Pro tocol) The Internet Protocol used bya
diskless machine to find its Internet Address at startup. The machine
broadeasts its physical hardware address. A server then responds to it by
sending the machine its network address.

remote job entry A service offered by many networks which allows a user to sub-
mit a batch job to a host from a remote site.

repeater A device used to duplicate electronic signals from one ethernet to
another. Repeaters are also used to amplify signals and to clean up digital
signals by regenerating them. Repeaters cannot regenerate analog signals
because they cannot distinguish between the signal and electrical noise
on the media.

Return key A key that causes the cursor or insertion point to move to the begin-
ning of the next line. It's also used in some cases to confirm a command.

RFC (Request for Comment) A series of notes which contain information
about the development of the darpa Internet, including proposed and
accepted protocols for the Internet.
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RIP (Routing Information Protocol) An interior gateway pr9t0c01 (tgp) used
by Berkeley bsd 4.3 unix systems to exchange routing information
between a small number of hosts. .

RJE (Remote Job Entry) A service offered by many netwqus which allows a
user to submit a batch job to a host from a remote site. ‘

RLOGIN (Remote LOGIN) A service offered by Berkeley bsd 4'3. unix systems
allowing a user on one machine to connect with other internetworked
UNIX machines as if their terminal were directly attached.
ip time See r1t. . .

:-:E:;d tl.”l!th: path taken by data traffic within a network or through an internet.

ROUTED (ROUTE Daemon) A bsd 4.3 unix program which updates routing
information on local area networks using rip protocols.

router A machine which makes decisions about which of several paths network
traffic will flow over. For example, bridges and gateways.

RPC  (Remote Procedure Call) A protocol that is used to support calls to
remote machines. RPC is the basis for NFS and lockd. N

RSN  (Real Soon Now) A phrase coined by Jerry Pournelle, to satirize the tf:n_,
dency in the computer industry of discussing {or offering for sale) things
that aren't actually available yet. '

RS-232 An eia standard specifying electrical characteristics of low speed inter-
connections between terminals and computers or between 2 computers.
The specifications limit speed to 20 kbps and 500 feet,. though malnufac—
turers support higher speeds and longer dist‘ances. This standard is actu-

ally RS-232-C, however, many prefer to cal} it RS-232.

RIT  (Round Trip Time) The time it takes for a single packet or datagram to
leave one machine, reach its destination, and return to the source
machine.

scroll arrow An arrow at either end of a scroll bar. Clicking a scroll arrow moves
a document or directory one line. Pressing a scroll arrow moves a docu-
ment continuously. . ‘

scroll bar A rectangular bar that may be along the right or blottom of a window.
Clicking or dragging in the scroll bar causes your view of the document
to change. .

scroll box The white box in a scroll bar. The position of the scro]! box in the sc.roll
bar indicates the position of what's in the window relative to the entire
document. . . ‘

SCSI  (Small Computer System Interface) A specification of mecha}ucal, electri-
cal, and functional standards for connecting peripheral dev1ce§ sudll as
certain kinds of hard disks, printers, network devices, and optical disks

o small computers.

SDLC ESyrxchronousp Data Link Control) A predecessor of hdlc defined by IBM

Corporation and used in their sna network products.
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segment The unit of transfer between tcps on different machines. Each segment
contains a stream of bytes being sent between the machines as well as
additional fields for identifications, error checking, etc.

serial interface An interface in which information is transmitted sequentially, 1
bit at a time, over a single wire or channel.

serial port The connector for a peripheral device that uses a serial interface, com-

monly a modem.

server A machine or program designed to provide a service to a network.

session layer An osi data communication model layer which is responsible for log
keeping, security, and administrative tasks.

size box A box on the bottom-right corner of some active windows. Dragging the
size box resizes the window.

slot A narrow socket inside the computer where you can install peripheral
cards. Also called an expansion slot.

smart repeater A routing device used to expand networks by transferring packets
which are destined for non-local hosts to other networks. Bridges differ
from repeaters because they “learn” about attached networks and for-
ward packets accordingly. Same as bridge.

SLIP  (Serial Line Internet Protocol) A specification for using the darpa stan-
dard Internet Protocol over a serial line for remote communication.

SMTP  (Simple Mail Transfer Protocol) The darpa Internet standard protocol for
transferring electronic mail messages from one machine to another.
smtp specifies how two mail systems interact and the format of control
messages they exchange to transfer mail.

SNA  (System Network Architecture) The name applied to a class of network
products offered by IBM Corporation.

SNMP  (Simnple Network Management Protocol) A network standard protocol
used to monitor and control networks and network hosts. The snmp
agent (or server) is run on machines which are monitored, and the snmp
station (or client) is used to monitor those machines. TCP/Connect II
has a built in snmp agent, so that it can be monitored and maintained by
appropriate network hosts.

source route A route which is determined by the transmission source. The source
establishes a sequence of machines that a datagram must visit along its
trip to its destination.

SPOOL (Simultaneous Peripheral Operations On Line) A program or piece of
hardware that controls a buffer of data going to some output device,
usually a printer or tape drive. This allows users to send data to the
device even when it is busy.

startup disk A disk with all the necessary program files (such as the Finder and
System files contained in the System folder in Macintosh) to set the com-
puter into operation. Sometimes called a boot disk.
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subdirectory A directory within a directory; a file containing the names and
locations of other files.

subnet A local area network which resides within another network.

subnet address An extension of the darpa Internet addressing scheme that allows
a site to use a single internet address for many physical network. The
subnet address is not looked at by the Internet portion of the routing, it
is only used by local gateways and hosts to deliver the datagram to the
correct physical address.

SYN  (SYNchronizing segment) The first segment sent by the tco protocol. It is
used to synchronize the two ends of a connection in preparation for
opening a connection.

System file A file Macintosh computers use to start up and to provide system-
wide information. The System file contains system programs.

system software The component of a computer system that supports application
programs by managing system resources such as memory and I/O
devices.

TCP  (Transmission Control Protocol) The darpa Internet transport level pro-
tocol that provides reliable, full duplex stream service upon which many
application protocols depend.

telnet A remote terminal connection service using darpa Internet standard
protocols. [t allows users at one site to interact with remote timesharing
systems at another site as if the users' terminal was connected directly to
the remote machine.

terminal emulator A program which runs at a workstation or terminal that
makes it appear to be a specific type of data terminal to both the user
and the software.

TFTP  (Trivial File Transfer Protocol) The DARPA Internet standard protocol
for file transfer with minimal overhead and capability. It depends only
on the unreliable, connectionless datagram delivery service (udp) so that
it can be used on diskless workstations that keep software in rom in
order to bootstrap themselves.

title bar The horizontal bar at the top of a window that shows the name of the
window's contents. You can move the window by dragging the title bar.

token A unique combination of bits which signals a workstation that it has
been given permission to transmit.

topology The arrangement of connections, nodes, and pathways in a network.
Examples are ring, bus, or star.

transparent The operation of a network in such a fashion that the user is
unaware that the processes being carried out are remote rather than local
to his machine.

transport layer The fourth layer of the iso model of data communication. The
transport layer provides user to user communication, and is responsible
for high level error checking and alternate routing of the packets.
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UDP  (User Datagram Protocol) The darpa Internet standard protocol that
allows an application program on one machine to send a datagram to an
application program on another machine. It uses Internet Protocol to
deliver datagrams.

UNIX A popular operating system (and registered trademark) developed at
AT&T Bell Laboratories which allows a computer to handle multiple
users and programs simultaneously.

UUCP  (Unix to Unix Copy Program) A unix application program that allows
one unix timesharing system to copy files to or frame another unix time-
sharing system. uucp is the basis for unix electronic mail transfer, and its
name is often used to revert to mail transfer in general.

virtual circuit A communication link that appears to be a dedicated point to
point circuit. A virtual circuit system delivers data packets in sequential
order by reorganizing and reassembling completed messages correctly at
the receiving end before passing them on.

virtual disk A portion of physical disk drive appearing to be a dedicated host as a
local disk resource.

YMS  (Virtual Memory System) An operating system developed by Digital
Equipment Corporation for the vms computer series.

well-known port Any set of protocol port numbers preassigned for specific uses
by the transport layer protocols (i.e. tcp and udp). Clients can locate
servers at well-known port assignments. File transfer servers, echo serv-
ers and time servers are some examples of servers using well-known port
assignments.

window The area that displays information on a desktop; you view a document
through a window. You can open or close a window, move it around on
the desktop, and sometimes change its size, scroll through it, and edit its
contents.

X.25  The ccitt standard protocol for transport level network service. Ori gi-
nally designed to connect terminals to computers, it provides a reliable
stream transmission service that can support remote login,

XDR  (eXternal Data Representation) The encoding scheme defined by SUN to
permit exchange of typed data in a heterogeneous environment. Defined
for use by RPC.

XMIT Transmit.

XNS  (Xerox Network Standards) The term used to refer to the set of internet
protocols developed at the Xerox Corporation. These are similar to
darpa Internet standards, but use different packet formats and terminol-
ogies.

XON/XOFF ( Transmitter ON/ Transmitter OFF) A method of flow control used
when a computer is attached to a slower device which cannot process
information as fast as the computer sends it. A common device using
xon/xoff is a printer. xon is sent as a control-Q, xoff is sent as a control-S.
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zoom box A small box with a smaller box enclosed in it found on the right sidg of
the title bar of some windows. Clicking the zoom box expands the. win-
dow to its maximum size; clicking it again returns the window to its

original size.
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System 7 Note

When installing
NFS/Share under
System 7, put
NFS/Share in the Top
Level of the System
Folder and not in the
Extensions Folder.
This is necessary to
ensure that NFS/Share
loads after MacTCP.

END USER SOFTWARE LICENSE

READ THESE TERMS AND CONDITIONS CAREFULLY BEFORE USING THE LICENSED PROGRAM. IF YOU DO NOT
AGREE WITH THE FOLLOWING TERMS AND CONDITIONS, YOU SHOULD PROMPTLY RETURN THE DISKETTE
PACKAGE UNOPENED AND YOUR MONEY WILL BE REFUNDED

InterCon Systems Carporation (InterCan) and/or its suppliers own these programs and their documentation, both
of which are protected under applicable copyright and trade secret laws. Your right to use the programs and
the documentation is limited to the terms and conditions described below:

1. LICENSE: YOU MAY: (a) use the enclosed programs on a single computer; (b} physically transfer the
programs from one computer to another provided that the programs are used on only one computer at a time,
and that you remove any copies of the programs from the computer from which the programs are being
transferred; (c) make copies of the programs solely for purposes of backup. The copyright notice must be
reproduced and included on a label on any backup copy.

YOU MAY NOT: {a) distribute copies of these programs or their documentation to others; {b) rent, lease or grant
your rights to these programs; (c) translate, reverse engineer, decompile or disassemble, or otherwise alter the
programs or their documentation without the prior written consent of InterCon; or {d) ship or transmit {directly or
indirectly) any copies of the Program, or any technical data in the Program or its media, or any direct product
thereof, to any country of destination prohibited by the United States Government.

2. TERM: Your license remains effective until terminated. You can terminate it at any time by destroying the
Program together with all copies of the Pragram in any form. Your license will also automatically terminate
without notice if you fail to comply with any term or condition of this License Agreement. Upon any termination
you must destroy all copies of the Program in any form.

3. LIMITED WARRANTY, DISCLAIMER AND LIMITATIONS OF LIABILITY: Licensor warrants the media on which
the Licensed Programs are provided to be free from defects in materials and workmanship for 30 days after
delivery. Defective media may be returned for replacement without charge during the 30 day warranty period
unless the media has been damaged by accident or misuse. Licensor warrants, for the 30 day warranty period
that the unaltered Licensed Programs confarm to the documentation and are without material defects. Due to
the complex nature of computer software, Licensor does not warrant that the Licensed Programs are completely
error-free, will operate without interruption, or are compatible with all equipment and software configurations.
Do not use the Licensed Programs in any case where significant damage or injury to persons, property or
business may happen if an error occurs. The Licensee expressly assumes all risk for such use. Repair,
replacement or refund (at the option of Licensor) is the exclusive remedy if there is a defect. LICENSOR MAKES
NO OTHER WARRANTIES, EXPRESSED OR IMPLIED, WITH RESPECT TO THE LICENSED PROGRAMS AND
SPECIFICALLY DISCLAIMS THE WARRANTIES OF MERCHANTABILITY AND WARRANTIES OF FITNESS FOR A
PARTICULAR PURPOSE. IN NO EVENT WILL LICENSOR BE LIABLE FOR INDIRECT OR CONSEQUENTIAL
DAMAGES, INCLUDING, WITHOUT LIMITATIONS, LOSS OF INCOME, USE OR INFORMATION, NOR SHALL THE
LIABILITY OF LICENSOR EXCEED THE AMOUNT PAID FOR THE LICENSED PROGRAMS. For personal, family or
household use of the Licensed Programs, some states do not allow the exclusion or limitation of incidental or
consequential damages or limitations on how long an implied warranty lasts, so the above limitation or exclusion
may not apply to the Licensee. Any suit or other legal action related in any way to this agreement or to the
Licensed Programs must be officially filed or officially commenced no later than one (1) year after the Licensed
Programs are purchased by the Licensee. These warranties give the Licensee specific legal rights, and the
Licensee may also have other rights which vary from state to state.

4. GENERAL TERMS: This License Agreement will be governed by the internal laws of the Commonwealth of
Virginia. If you have any questions concerning this License Agreement, you can contact InterCon at the
following address:

InterCon Systems Corporation
950 Herndon Parkway, Suite 420
Herndon, Virginia 22070

YOU ACKNOWLEDGE THAT YOU HAVE READ THIS AGREEMENT, UNDERSTAND IT, AND AGREE TO BE BOUND
BY ITS TERMS AND CONDITIONS. YOU FURTHER AGREE THAT IT IS THE COMPLETE AND EXCLUSIVE
STATEMENT OF THE AGREEMENT BETWEEN YOU AND INTERCON (“US”) AND SUPERSEDES ANY EARLIER
PROPOSAL OR PRIDR ARRANGEMENT, WHETHER ORAL OR WRITTEN, AND ANY OTHER COMMUNICATIONS

BETWEEN US RELATIVE TO THE SUBJECT MATTER OF THIS AGREEMENT. '
L)
IntorCon
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Complete and return the attached registration card to become eligible for these InterCon services:

Standard Technical Support

You must be a registered user to receive
standard technical support. Standard technical
support is offered on an "as available” basis.
Call 1 703-709-9890 ext 230, 9 a.m. to 7 p.m.
ES.T.; Fax 1 703-709-9896; or e-mail to tech
@ intercon.com. Please have your registration
number available on all correspondence.
Standard technical support is provided with
this product for 90 days. Additional support
may be purchased by contacting InterCon’s
sales department at 1 703-709-9890 ext.231.

Updates, Upgrades

As a registered user you may obtain an update
to @ new version within the 90 day standard
support period at no cost. You are also eligible
to receive an upgrade at a reduced price.

Update — A minor enhancement to an
existing product, reflected in version changes.
For example, 3.0ato 3.0bor 2010 2.1.

Upgrade — A major enhancement to an
existing product, reflected in version changes.
For example, 2.0 to 3.0.

Diskette Replacements

Defective diskettes will be replaced at no
charge within 90 days of purchase. Send disks
ta InterCen, 950 Herndon Parkway, Herndon,
VA 22070.

THIS IS YOUR PRODUCT LICENSE NUMBER

NFS/Share j
0500-202636
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-Henry David Thoreau-

We at InterCon support the efforts of environmental groups, agencies and individual citizens who respect and work to save the natural
resources of our planet. InterCon is a proud member of aver 15 environmental groups and whole-heartedly embraces their cause: the
preservation and improvement of the Earth.

All of InterCon’s literature is printed on recycled paper. Our shrink wrap is of a bio-degradable plastic. For our software packaging, we
have eliminated all of our plastic clamshell casing in favor of recycled cardboard. These, along with several other smaller efforts,
demonstrate our allegiance to this cause.

If you discover that you have no future need for any part of this packaging, we ask you, our customer, to recycle it.

Thank you.
The employees of InterCon
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NFS/Share Registration Card

I'have read the Product License Agreement and agree with the terms as expressed therein

AUTHORIZED SIGNATURE

DATE
NAME TITLE CUMPANTY DIVISION
ADDRESS CITY STATE Zip
PHONE PRODUCT

I'authorize Technical Support for two individuals

NAME . NAME i

SPECIFIER & NAME FURCHASED FROM DATE PRICE
What 15 your organization’s primary business activity at this matmn? {check appropniate box)

[ lAerospace [ 1Consumer Products Government [Housing & Construction [ 10ffice Equipment & Computers [ Telecommunications

[ TAutomctive  []Containers/Packaging . Focd [ Manufacturing __Paper & Farest Products [ IWholesale

[ Banking [ Education “Fuel [ IMetal & Mining ! IRetail

[ Chemical |Electrical/Electronics THealthCare [ INonbank Financial IService Industries

Which of the following best describes your pnimary job funcuon?

[ Accounting/Finance [ Info /Microcomputer Center . [Purchasing [ 10ther tded Y
| [Admin /Manag " "Manufacturing/Qperations/Quality Contral - Research & Development
[_Engingering TMIS/DP Sales/|

| ISales/Marketing

How many employees daes your firm employ at this location? | 10 orunder [ 12650 [ 151-100 TCE m E@R RESAkE

How many Macs are located at your site? =

How did you learn about this product? | I Computer Store Display | |Magazine Display  _JUser Recommendation [ |Magazine Ad [ Trade Show
Publications you subscribe to or read regularly
[ Byte [ IDigital News _IHP Professional [ 1PC Computing  [_]PC World MacWorld
“ComputerWorld [ [Digital Review ~linfoWorld _IPC Magazine [ |Systems Integration [ Other
‘DEC Professional [ [Gov't Computer News  TLAN Magazine [ |PC Week . IMacWeek
NFS/Share
Tradeshows you regularly attend 0500-202636
CeBIT [ IDEXPO [ Networld  [ICOMDEX [ PCExpo [ MacWorld  “Unifourm [ Interop

Are you the cantact to extend your support agreement? [ [Yes | [Ne




NFS/Share™

for Macintosh Computers

NFS/Share
0500-202636
Key:
z1lyjRKCM8XkBI9y5cN

Do not lose this card!

NOT
Resale

InterCon Systems Corporation
950 Herndon Pky M Herndon, VA 22070 B 703.709.9830

Copyright © 1991 InterCon Systems Corporation, All Rights Reserved
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> NFS/Share
" nterCon’s NFS/Share™ provides the solution for Macintosh users wanting to
' take advantage of distributed file sharing within a multivendor environment

InterCon has brought the ONC/NFS standard to your Macintosh desktop. Now
Macintosh users can take full advantage of the storage and file sharing capabilities
of your total NFS network providing access to VAX, SUN and UNIX computers

Simple to use — Files from the remote systems take on the familiar format
the Mac documents you always use. There are no new operating procedures
software systems to learn. Certain text files, such as UNIX, are accessible from any
Macintosh editor or word processor.

Macintosh resident — Once you have the physical link to the network and
NFS/Share, you need nathing other than access to NFS servers on the network

and you are there. A list of available servers or remote systems appear in
window. You can access remote machines at the same time, an
drive, they appear as icons on your desktop.

Apple Standard — NFS/Share uses Apple’s defined standar ds (AppleSingle or
AppleDouble) for representing files for foreign file sys

Simultaneous access — Multiple users can easih
at the same time without the need for different m

s
0

Security maintained — User identification is clanfied throuah

NIS (Yellow Pages) or PCNFSD. Each user is presented wath
mounting points automatically.

Requirements
— Macintosh Plus (or mere recent model
— 7 MBRAM
— Magintosh System 6.0.5
— MacTCP (included in package)
— Appropriate LocalTalk Gateway or Ethernet Boar

(=

90 Days Support — NFS/Share is provided
support which can be extended after the ininal

= InterCon Systems Corporation %

e ONC/NFS

comment@intercon com [intemet emaii)
AppleLink: 01988
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